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hidden-terminal = exposed-terminal % 4 > i ¥ ¢ §]* RTS/CTS-based (&4 MACA,
MACAW, FAMA, CSMA/CA) - busy-tone-based (DBTMA) % 8 4] % jk 4 it B 35+
g e g0 ded BAsAI2 > F 2 51~ Power Control L& v { ¥ 4G e
4v channel reuse &/ T L AT g * 5 o AP ArIE - TAOHIEF PN R F | gf
FEOUER-PFR{ SR % 4pk g - Power Control :j“*‘u%'—\}‘;';ﬁfd [ EE R R
e Prens A ) o E MAEE 2 B s TR Aot T U e E R
s o T ISEH B ARE ShE 4R > T R A R vl s o R T e B
A Ak 3 eniz B AT MAC 5 20 {%%‘vi 4 8 ¥ 5 (power control) =
fr £ g & B 3 RTS/CTS % busy-tone s +] » P rﬂ;j* L H_{ - e AR b
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Figure 2.2
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Figure 2.3: Frequency chart of the DBTMA protocol.
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B —EEFREENMA (AR CERARATHERT LS > LT — M
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AEREFHEE TR R o BTG F SR T 0 3 .7 £ dynamic 74 fiz channel

EEE A ENE ‘T}Kﬁ 3 on-demand fF{t > & 2 )’I&{ﬁ’ e Bl in ¥ éfﬁ”ﬁ B oo a ~

1999 & 3

A #& 4 Multi-channel CSMA » is 822872 B 3 Fifendd B> @ F]| 5 % * % CSMA ift
o F]pim 2R am jx f4 b hidden terminal problem ¥ exposed terminal problem o % s
b B EATT RS AR B 0 F 4 @ 0 transceiver £7 channel (H B Ho L o
53173 A #& 1 HRMA (Hop Reservation Multiple Access) > i 827872 F F & et 8L
RrZ A PR IERET RS > SRR THEE T g 22 Flaga- 2
F oo T & e Br ekl T8 AP Ardk ch DCA Ra— v o

protocol assignment no_transceivers | no_channels | clock sync.
4,6, 8,13, 15, 23] static 1 deg -dep. no
Polling Scheme N/A 2 N/A no
CAM dynamic 2 deg -dep. no
Multichannel CSMA | dynamic+on-demand n deg.-indep. no
HRMA dynamic+on-demand 1 deg.-indep. yes
Qurs dynamic+on-demand 2 deg.-indep. no

Table 2.1

= ~ Multi-channel % 3+ 73 &

A = e

WA (dr&k ©

EXa

AT R E R B LA P

Ak 4% 38 > multi-channel 2 % % & 2 AMFF e B S 2 E > 4 ¥
1 MAC # e A TR TR A GHERE 2 38 0 4ok iR U
H_H % IEEE802.11 ¢4 5 P48 4)) > multi-channel 1 % #7 € & Fpeh

v A ReB 2 - o T SRR E BT 'rn?;fé

XETTE SN

®  Missing RTS:

. . (HRTS, ()DALA; |
A X > B (2)CTS; C
Ch=1« x Ch=2< _Ch=3
: " (L)RTS | - :
3 (1)RTS

Figure 3.1: The problem of missing RTS in a multi-channel MAC. (The leading number on
each message shows the message sequence; the subscript shows the channel on which the
corresponding message is sent.)
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®  False Connectivity Detection: + ** missing RTS F]}* sender # %=t en¥ E{s +

o€ PR REAET > Fla S kA2 R R DT IRAR -

® Missing CTS

((3IDATA; . (4RTS; . (4)RTS,
>
B (2)CTs, C D > E
Ch=2 < _Ch=3  x »Ch=1 Ch=3
| C(RTS,  (DCTS3 " ’

Figure 3.2: The problem of missing CTS in a multi-channel MAC.,

® FExposed-Terminal Problem

_(3)DATA, : ) \ _,
B ~(@cTs, a (DRTS; o (HRIS;
Ch=2 »Ch=1 "Ch=2 "Ch=3
\ S (I)RTSZ L A \ A s

Figure 3.3: The exposed-terminal problem in a multi-channel MAC.

®  Channel Deadlock problem

-

RTS
A 2
Ch=1 Ch=2
L N J \ A
RTSI RTS3
RTS4
.‘
Ch=4 Ch=3

Figure 3.4: The channel deadlock problem in a multi-channel MAC.

z ~ DCA MAC & Z_
* & K-y i DCA #5 € v o %38 > multi-channel 1 2% & = A3 fie ¥ 22 Ji 4l

FPA EE o 4 B ExEH MAC 2% e APy DCA 2 On-Demand #73 3% A fiedf
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78 P By )I‘u? MRSl EA g el 3 B
FERE 7RI 2R T RANDEFERFH o Figure 3.5 £_2% 7 0 channel model °

34

BB A B A = BB channel - 2 ¢ — B channel 444y %= control channel » # & £ 4 =
% + 1# data channel - Control channel & - i common channel > #73 {7 & i ﬁB‘FK & R
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Table 3.3: Simulation parameters.

number of mobile hosts 200
physical area 100 100
transmission range (for exp. A, B, C only) 30
max. no. of retrials to send a RTS 6
length of DIFS a0 psec
length of SIFS 10 psec
backoff slot time 20 psec
signal propagation time D pisec
control packet length L, 300 bits
data packet length Lg a multiple of L.

A - BT A R B 0 4 B4 channel B #ic 0 data packet 2 control packet £ &

ekt i@ > data channel #f % 22 control channel #f % ¢+t & > transmission range fatt # 2

#od T A|F4 P DCA SuE R H ¢ 15 o

Throughput (Mbits/sec)

Arrival Rate (packets/sec/host)

Figure 3.8: Arrival rate vs. throughput under the fixed-channel-bandwidth model with dif-
ferent numbers of channels. (The number following each protocol indicates the number of
channels, including control and data ones, used in the corresponding protocol.)
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Figure 3.9: Arrival rate vs. utilization under the fixed-total-bandwidth model with different

numbers of channels.
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Figure 4.1: Transmission scenarios: (a) when there is no power control, and (b) when there
is power control.
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Table 4.2: Simulation parameters.

number of mobile hosts (except for part C) 200
no. of power levels (except for part D) ]
max. speed of a mobile host (except for part E) 36 km /hr.
physical area 100> 100
transmission range 30
max. no. of retrials to send a RTS 6
length of DIFS o) psec
length of SIS 10 psec
backoff slot time 20 psec
signal propagation time D psec
control packet length L, 300 bits
data packet length Ly a multiple of L,

—&— DCA-PC-3
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e DCAST
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3 DCA-1S
—s— DCA-PC-15
--%- - [EEE 802,11

0.8
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0.2

Arrival Rate {packets'secihoar)

Figure 4.4: Arrival rate vs. throughput under the fixed-total-bandwidth model with different
numbers of channels. (The number following each protocol indicates the number of channels,
including control and data ones, used in the corresponding protocol.)
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Figure 4.5: Arrival rate vs. throughput under the fixed-channel-bandwidth model with dif-
ferent numbers of channels.
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Figure 4.6: Arrival rate vs. throughput under the fixed-channel-bandwidth model at different
Lg/L¢ ratios (Rj means the ratio Lg/L. = j).
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Figure 5.1: Assigning channels to grids in a band-by-band manner: (a) n = 9 and (b) n = 14.
In each grid, the number on the top is the channel number, while those on the bottom are
the grid coordinate. Here, we number channels from 1 to n.

Foob oy Ay 4E «fgnd§ﬁdl'fk’@$a?ll o eRg °@%J I

)
\v
s‘#‘y
&
b
L
W

BB M AW G o FL AP R e grid L T é’&%’\,ﬁ’ﬁf‘»ﬁﬁéﬁi
HEE E_ o RIE_r/d et FERR -
S b i e P Ll | — =
B
f b4 \ | xeza|
{lo.2) A ; 'B IR () /Y | i A /
i
\(‘1-11 /\ ! / _,J/
(e.0](1,0 — e — —_—
(0.0) (1.0} 2.0) I iL.oad]

(a) (b) (c)
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Figure 5.3: Tests of blocked sender-receiver pairs at different r/d ratios: (a) n = 36 and (b)

n = 81.
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Table 5.3: Experimental parameters.

physical area 1000 = 1000
no. of hosts 400
transmission range r 200
max. no. of retrials to send a RTS 6
length of DIFS 50 psec
length of SIFS 10 psec
backoff slot time 20) psec
control packet length L. 100 bits
data packet length Lj a multiple of L,
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Figure 5.9: Arrival rate vs. throughput under the fixed-channel-bandwidth model at different
rd ratios.
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Abstract

The architecture of a wireless mobile ad hoc network (MANET) is formed by a cluster of
mobile hosts and can be rapidly deployed without any established infrastructure or centralized
administration. The channel model of MAC layer can be categorized as the single-channel
model or the multi-channel model. In single-channel model, all mobile hosts operate on the
single common channel for communication. In multi-channel model, the overall bandwidth
is divided into several channels and every mobile host can operate any one or some of these
channels for communication. One essential issue of MAC layer is to how to increase channel
utilization while avoiding the hidden-terminal and the ezposed-terminal problems. Therefore,
this dissertation proposes five protocols to increase MAC performance in three major topics,
that is, single-channel with power control, multi-channel without location awareness, and
multi-channel with location awareness.

It is well known that using smaller radio transmission power can increase channel reuse.
In the first topic, we explore the possibility of combining the concept of power control with
the RT'S/CTS-based and busy-tone-based protocols to further increase channel utilization in
the signle-channel. A sender will use an appropriate power level to transmit its packets so
as to increase the possibility of channel reuse. The possibility of using discrete, instead of
continuous, power levels is also discussed. Through analysis and simulations, we demonstrate
the advantage of our new MAC protocol.

Another approach to relieving the contention/collision problem is to utilize multiple chan-

nels. This dissertation also considers the access of multiple channels in a MANET with



ii

multi-hop communication behavior. Using multiple channels has several advantages. First,
while the maximum throughput of a single-channel MAC protocol is limited by the band-
width of the channel, the throughput may be increased immediately if a host is allowed to
utilize multiple channels. Second, as shown in [6, 54], using multiple channels experiences
less normalized propagation delay per channel than its single-channel counterpart, where the
normalized propagation delay is defined to be the ratio of the propagation time over the
packet transmission time. Therefore, this reduces the probability of collisions. Third, since
using a single channel is difficult to support quality of service (QoS), it is easier to do so by
using multiple channels [50].

In the second topic, we propose a new multi-channel MAC protocol DCA (Dynamic Chan-
nel Assignment), which is characterized by the following features: (i) it follows an “on-
demand” style to assign channels to mobile hosts, (ii) the number of channels required is
independent of the network topology and degree, (iii) it flexibly adapts to host mobility and
only exchanges few control messages to achieve channel assignment and medium access, and
(iv) no form of clock synchronization is required. Compared to existing protocols, some
assign channels to hosts statically (thus a host will occupy a channel even when it has no
intention to transmit) [11, 34, 37|, some require a number of channels which is a function
of the maximum connectivity [11, 23, 34, 37], and some necessitate a clock synchronization
among all hosts in the MANET [37, 67].

It is known that using smaller radio transmission power can increase channel reuse and
thus channel utilization. It also saves the precious battery energy of portable devices and
reduces co-channel interference with other neighbor hosts. Therefore, we combine the above
DCA protocol with power control scheme for furthermore improving DCA performance.

Since a MANET should operate in a physical area, it is very natural to exploit location
information in such an environment. Therefore, in the third topic, we propose another

MAC protocol GRID in the multi-channel system with exploiting position information. Its
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channel assignment is characterized by two features: (i) it exploits location information by
partitioning the physical area into a number of squares called grids, and (ii) it does not need
to transmit any message to assign channels to mobile hosts. Several channel assignment
schemes have been proposed earlier [23, 28, 37, 54, 67], but none of them explore in the
location-aware direction. Based on a RTS/CTS-like reservation mechanism, this medium
access protocol does not require any form of clock synchronization among mobile hosts and
is also a degree-independent protocol.

In the above GRID protocol, channels are assigned to grids statically. In real world,
however, some grids could be very crowded and thus “hot,” while some could be “cold.”
Apparently, it will be more flexible if channels can be borrowed among grids to resolve the
contention in hot spots. This has motivated us to investigate the possibility of dynamically
assigning channels to grids. Based on the above protocol and this idea, we further proposed
a new protocol, called GRID-B (read as GRID with channel borrowing). We propose four
strategies for the sorting: sequential-sender-based borrowing, sequential-receiver-based borrow-
ing, distance-sender-based borrowing, and distance-receiver-based borrowing. The basic idea
is that we will assign to each grid a default channel, and a list of channels owned by its
neighboring grids from which it may borrow. The purpose is twofold: (i) we dynamically
assign channels to mobile hosts so as to take care of the load unbalance problem caused by
differences among areas (such as hot and cold spots), and (ii) we sort channels based on
mobile hosts’ current locations so as to exploit larger channel reuse. In GRID, channels are
assigned to grids statically, and we find that using a dynamic assignment in GRID-B can

further improve the throughput of channels.
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Chapter 1

Introduction

Mobile computing (or nomadic computing) has received intensive attention recently [4, 7,
8, 10, 26, 45, 59, 86, 62, 64, 71, 75, 79, 82, 72, 87]. Users can move around, while at the
same time still remaining connected with the rest of the world. Mobility has become a
new issue on today’s computing systems. The maturity of wireless transmissions and the
popularity of portable computing devices have made the dream of “communication anytime
and anywhere” possible. Many wireless communication products are available commercially,
such as WaveLAN by Lucent, AIRLAN by Solectek, BreezeNET by BreezeCOM, RangeLAN
and RangeLINK by Proxim, AirLink Bridge by Cylink, ARDIS, CDPD |13, 61], DECT [25],
and GSM [24, 33]. Small, light-weight, economic hand-held mobile hosts, such laptop PCs,

palmtop PCs, and PDAs, are also widespread.

There are two possibilities to form a wireless network: infrastructure and ad-hoc. In in-
frastructure networks, a number of base stations are used, through which all communications
to or from the mobile hosts must go. The based stations can then be interconnected by
wired networks, but generally speaking wide-area wireless networks can also be used for the
interconnection. Through such infrastructure, larger-scale wireless networks can easily be

formed.

On the other hand, a mobile ad-hoc network (MANET) is formed by a cluster of mo-
bile hosts and can be rapidly deployed without any established infrastructure or central-

ized administration. Due to the transmission range constraint of transceivers, two mobile
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hosts can communicate with each other either directly, if they are close enough, or in-
directly, by having other intermediate mobile hosts relay their packets. The applications
of MANETSs appear in places where pre-deployment of network infrastructure is difficult
(e.g. fleets in oceans, armies in march, natural disasters, and battle fields) or unavail-
able (e.g., convention centers, festival field grounds, and historic sites). A working group
called MANET [1] has been formed by the Internet Engineering Task Force (IETF) to stim-
ulate research in this direction. Issues related to MANET have been studied intensively

[14, 36, 23, 42, 47, 46, 57, 54, 35, 55, 56, 66, 67, 70, 84, 81, 80, 73].

1.1 Research Overview and Contributions

The channel model of MAC can be categorized as a single-channel or multi-channel. In single-
channel model, all mobile hosts operate on the single common channel for communication. In
multi-channel model, the overall bandwidth is divided into several channels and every mobile
host can operate any one or some of this channels for communication. One essential issue
of MAC layer is to how to increase channel utilization while avoiding the hidden-terminal
and the exposed-terminal problems. Therefore, this dissertation proposes five protocols to
increase MAC performance in three major topics ,that is, single-channel with power control,

multi-channel without location awareness, and multi-channel with location awareness.

1.2 Single-Channel with Power Control

In single share-channel, Several mechanisms, such as ALOHA [5], CSMA [40], RTS/CTS-
based [39, 12, 48, 65], CSMA/CA [21, 3] and busy-tone-based schemes [68, 17, 29], have been
proposed to alleviate these problems. It is well known that using smaller radio transmission
power can increase channel reuse. In this dissertation, we have proposed a new MAC protocol
(84, 85] for MANETS that utilizes the intelligence of power control on top of the RTS/CTS
dialogues and busy tones. Channel utilization can be significantly increased because the
severity of signal overlapping is reduced.

Through analyses and simulations, We show how power control can help to increase
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channel utilization in a MANET. Significant gains are shown to be obtainable using power
control over the Dual Busy Tone Multiple Access (DBTMA) protocol [17]. So the outlook
of using power control is promising to enhance the performance of a MANET. For practical
and implementation concerns, we also consider the possibility of using discrete, instead of
continuous, power levels for transmission. Specifically, given a constant k, we show how to

determine k levels of power that can exploit the best channel utilization.

1.3 Multi-Channel Protocol without Position Device

One common problem with single-channel protocols is that the network performance will
degrade quickly as the number of mobile hosts increases, due to higher contention/collision.
One approach to relieving the contention/collision problem is to utilize multiple channels.
With the advance of technology, empowering a mobile host to access multiple channels is
already feasible. We thus define a multi-channel MAC protocol as one with such capability.
Using multiple channels has several advantages. First, while the maximum throughput of a
single-channel MAC protocol will be limited by the bandwidth of the channel, the throughput
may be increased immediately if a host is allowed to utilize multiple channels. Second, as
shown in [6, 54], using multiple channels will experience less normalized propagation delay
per channel than its single-channel counterpart, where the normalized propagation delay is
defined to be the ratio of the propagation time over the packet transmission time. Therefore,
this reduces the probability of collisions. Third, since using a single channel is difficult to
support quality of service (QoS), it is easier to do so by using multiple channels [50].

In this dissertation, we design a new multi-channel MAC protocol, called DCA [80],
which can be applied to both FDMA and CDMA technology. The protocol requires two
simplex transceivers per mobile host. Based on a RTS/CTS-like reservation mechanism, Our
protocol is characterized by the following features: (i) it follows an “on-demand” style to
access the medium and thus a mobile host will occupy a channel only when necessary, (ii)
the number of channels required is independent of the network topology, and (iii) no form of

clock synchronization is required.
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Both the channel assignment and medium access problems are solved in an integrated
manner with light control traffic overhead. Extensive simulation results are presented based
on two bandwidth models: fized-channel-bandwidth and fized-total-bandwidth. Observations
and analysis are given to explain under what condition our multi-channel MAC protocol can
outperform its single-channel counterpart. The results also indicate that using our protocol
will experience less degradation when the network is highly loaded.

It is known that using smaller radio transmission power can increase channel reuse and
thus channel utilization. It also saves the precious battery energy of portable devices and
reduces co-channel interference with other neighbor hosts. Therefore, we combine the above
DCA protocol with power control scheme for furthermore improving DCA performance [73].

Simulation results are presented. Issues investigated include the effects of the number of
available channels, the length of packets, the density of mobile hosts, the number of power
levels, and the mobility of mobile hosts. The results show that our protocol is very promising

to improve the performance of a MANET.

1.4 Multi-Channel Protocol with Position Device

Since a MANET should operate in a physical area, it is very natural to exploit location
information in such an environment. Indeed, location information has been exploited in sev-
eral issues in MANET (such as location-aware routing [42, 43, 44, 47] and location-aware
broadcast [55]), but not on channel assignment. GSM (Global System for Mobile Communi-
cations) is an instance which uses location information to exploit channel reuse, but MANET
has quite different features (e.g., host has mobility and there is no base station). The avail-
ability of the physical location of a mobile host may be obtained from a positioning device
such as GPS (global positioning systems) receiver attached to the host through an RS-232
port. GPS receivers are appropriate for outdoor use, and the positioning accuracy ranges in
about a few tens of meters. To improve the accuracy, assistance from ground stations can
be applied. Such systems, called differential GPS (DGPS), can reduce the error to less than

a few meters [44]. Recently, the US government ordered to discontinue the SA (Selective
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Availability), which intentionally degrades the civilian GPS signals [78]. This is expected to
increase the accuracy of GPS significantly, which further motivates the work in this field.

The price of a GPS module is less than US $100.

In this dissertation, we propose a new multi-channel MAC protocol [83] for MANET. A
multi-channel MAC typically needs to address two issues: channel assignment and medium
access. The former is to decide which channels to be used by which hosts, while the later is to
resolve the contention/collision problem when using a particular channel. These two issues
are sometimes addressed separately, but eventually one has to integrate them to provide a

total solution.

The channel assignment, called GRID, is characterized by two features: (i) it exploits
location information by partitioning the physical area into a number of squares called grids,
and (ii) it does not need to transmit any message to assign channels to mobile hosts. Several
channel assignment schemes have been proposed earlier [23, 28, 37, 54, 67], but none of them
explore in the location-aware direction. Based on a RTS/CTS-like reservation mechanism,
our medium access protocol does not require any form of clock synchronization among mobile
hosts. It dynamically assigns channels to mobile hosts in an “on-demand” fashion and is also

a degree-independent protocol.

Our simulation results have also indicated that it is worthwhile to consider using multi-
ple channels under both the fixed-channel-bandwidth model and the fixed-total-bandwidth

model.

In the above GRID protocol, channels are assigned to grids statically. In real world,
however, some grids could be very crowded and thus “hot,” while some could be “cold.”
Apparently, it will be more flexible if channels can be borrowed among grids to resolve the
contention in hot spots. This issue has been studied quite a lot in the area of cellular systems
[18, 9, 53]. This has motivated us to investigate the possibility of dynamically assigning
channels to grids. Based on the above protocol and this idea, we further proposed a new

protocol, called GRID-B (read as GRID with channel borrowing).

A mobile host, on needing a channel to communicate, will dynamically compute a list
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of channels based on the grid where it is currently located. The list of channels is in fact
sorted based on location information. We propose four strategies for the sorting: sequential-
sender-based borrowing, sequential-receiver-based borrowing, distance-sender-based borrowing,
and distance-receiver-based borrowing. The basic idea is that we will assign to each grid a
default channel, and a list of channels owned by its neighboring grids from which it may
borrow. The purpose is twofold: (i) we dynamically assign channels to mobile hosts so as to
take care of the load unbalance problem caused by differences among areas (such as hot and
cold spots), and (ii) we sort channels based on mobile hosts’ current locations so as to exploit
larger channel reuse. In GRID, channels are assigned to grids statically, and we find that
using a dynamic assignment in GRID-B can further improve the throughput of channels.
Extensive Simulation results show the new GRID-B protocol significant improvements,

in both throughput and delay, over the GRID protocol.

1.5 Organization of the Dissertion

The rest of this dissertation is organized as follows. In Chapter 2, we describe the problem
of single-channel MAC protocol, review some of exist protocols and then present our re-
search results. Chapter 3 identifies the multi-channel assignment problem, introduces related
works and shows our protocol. Based on the proposed protocol, Chapter 4 develops adaptive
schemes that further improve the efficiency of MANET broadcasting without sacrificing its
reliability. Chapter 5 gives the multi-channel assignment problem without position devices
and then proposes our protocol. Based on this protocol, we further improve the performance
of GRID with the idea of channel borrowing in Chapter 6. Finally, we conclude our research

results and propose some future works in Chapter 7.



Chapter 2

Single-Channel M AC Protocol with
Busy Tones and Power Control

In a mobile ad-hoc networks (MANET), one essential issue is how to increase channel utiliza-
tion while avoiding the hidden-terminal and the exposed-terminal problems. Several MAC
protocols, such as RTS/CTS-based and busy-tone-based schemes, have been proposed to al-
leviate these problems. In this chapter, we explore the possibility of combining the concept
of power control with the RT'S/CTS-based and busy-tone-based protocols to further increase
channel utilization. A sender will use an appropriate power level to transmit its packets so
as to increase the possibility of channel reuse. The possibility of using discrete, instead of
continuous, power levels is also discussed. Through analyses and simulations, we demonstrate
the advantage of our new MAC protocol. This, together with the extra benefits such as sav-
ing battery energy and reducing co-channel interference, does show a promising direction to

enhance the performance of MANETS.

2.1 Introduction

A mobile ad-hoc network (MANET) is formed by a cluster of mobile hosts and can be rapidly
deployed without any established infrastructure or centralized administration. Due to the
transmission range constraint of transceivers, two mobile hosts can communicate with each
other either directly, if they are close enough, or indirectly, by having other intermediate

mobile hosts relay their packets. The applications of MANETSs appear in places where infras-
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tructure networks are difficult to build or unavailable (e.g. fleets in oceans, armies in march,
natural disasters, battle fields, festival field grounds, and historic sites). A working group
called MANET has been formed by the Internet Engineering Task Force (IETF) to stimulate

research in this direction [51].

In a MANET, it is well-known that the hidden-terminal problem and exposed-terminal
problem can severely reduce channel utilization [68]. To relieve these problems, many pro-
tocols based on RT'S/CTS dia logues have been proposed [12, 21, 39, 48, 65]. However, as
shown in [17], when the traffic load is heavy, a data packet may still experience collision with
probability as high as 60% due to loss of RTS or CTS packets. This is especially serious if the
propagation and the transmission delays are long. To alleviate this problem, a scheme using
special signals similar to carrier sense, called busy tones, is proposed to prevent other mobile
hosts unaware of the earlier RTS/CTS dialogues from destroying the on-going transmission

[17]. It is shown that the channel utilization can be increased by about twice [17].

In this topic, we try to bring the concept of power control into the medium access prob-
lem in a MANET. A new MAC protocol that combines the mechanisms of power control,
RTS/CTS dialogue, and busy tones is proposed. The main idea is to use the exchange RTS
and CTS packets between two intending communicators to determine their relative distance.
This information is then utilized to constrain the power level on which a mobile host transmits
its data packets. Using lower power can increase channel reuse, and thus channel utilization.
It also saves the precious battery energy of portable devices and reduces co-channel interfer-
ence with other neighbor hosts. There are two ways a mobile host can predict another host’s
relative location. The simplest way is to use GPS (global positioning system) [38], which is
very economical nowadays but is more appropriate for outdoor use. The other, which our
dissertation is based on, is to use the signal strengths on which RTS/CTS packets are received

to estimate the distance.

In this dissertation, we show through analyses and simulations how power control can help
to increase channel utilization in a MANET. Significant gains are shown to be obtainable

using power control over the Dual Busy Tone Multiple Access (DBTMA) protocol [17]. So
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the outlook of using power control is promising to enhance the performance of a MANET.
For practical and implementation concerns, we also consider the possibility of using discrete,
instead of continuous, power levels for transmission. Specifically, given a constant k, we show
how to determine k levels of power that can exploit the best channel utilization.

The rest of this chapter is organized as follows. In Section 2.2, we briefly review two
existing MAC protocols. Our newly proposed protocol is presented in Section 2.3. Section 2.4
demonstrates the advantage of our protocol through analysis. How to use discrete power
levels is discussed in Section 2.5. Simulation results are in Section 2.6 and summaries are in

Section 2.7.

2.2 Review of Some MAC Protocols

In this section, we review CSMA [40] protocol, the RTS/CTS-based protocols, and then the
DBTMA [17].

2.2.1 Carrier Sense

Carrier Sense Multiple Access (CSMA) has been widely used in wired/wireless LAN [40].
Nodes with packets to send should sense the channel first. Transmission is allowed only if
no carrier is sensed. This mechanism can reduce the probability of collision. Unfortunately,
the assumption made in CSMA that every node can hear all other nodes’ transmission is not

necessarily true in a MANET.

2.2.2 RTS/CTS-Based Protocols

In a MANET, a MAC protocol has to contend with the hidden-terminal and the exposed-
terminal problems. To see the first problem, consider the scenario of three mobile hosts in
Fig. 2.1(a). Hosts A and B are within each other’s transmission range, and so do hosts B and
C. However, A and C can not hear each other. When A is transmitting to B, since host C
can not sense A’s transmission, it may falsely conclude that the medium is free and transmit,
thus destroying A’s ongoing packets. The problem that a station can not detect a potential

competitor because the competitor is too far away is called the hidden-terminal problem.
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N N

o N
(a) (b)

Figure 2.1: Scenarios to show (a) the hidden-terminal problem, and (b) the exposed-terminal
problem.

In Fig. 2.1(b), when B is transmitting to A, host C can sense the medium and thus
will conclude that it can not transmit. However, if C’s intended recipient is D, then such
transmission can actually be granted. Such inefficiency in channel use is called the exposed-
terminal problem.

To alleviate these problems, a number of protocols have been proposed based on sending
RTS (request to send) and CTS (clear to send) packets before the data transmission is actually
taken place [12, 21, 39, 48]. When a node wishes to transmit a packet to a neighbor, it first
transmits a RTS packet. The receiver then consents to the communication by replying a
CTS packet. On hearing the CTS, the sender can go on transmitting its data packet. The
hidden-terminal problem in Fig. 2.1(a) will be eliminated when C hears the CTS packet, and
the exposed-terminal problem in Fig. 2.1(b) will be eliminated if we grant C to transmit if it
can hear B’s RTS but not A’s CTS. Such an approach has been accepted by the IEEE 802.11
standard [3]. In IEEE 802.11, a field called NAV (Network Allocation Vector) is added in

the RTS/CTS packets to indicate the expected transmit/receive time of the data packet.
2.2.3 RTS/CTS Dialogue Enhanced with Busy Tones

Although the RT'S/CTS dialogue can alleviate some hidden- and exposed-terminal problems,
as observed in [17], when propagation and transmission delays are long, the CTS packets can
easily be destroyed. This will result in destroy of data packets when traffic load is heavy.
Consider the scenario in Fig. 2.2(a). Node A sends a RTS to B, which in turn replies a CTS

to A. In the meanwhile, as host C can not hear A’s RTS, it may send a RTS (to start a
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Figure 2.2: (a) A scenario that B’s CTS is destroyed at D by C’s RTS/CTS. (b) Using busy
tones to resolve the CTS destroyed problem.

BTt Blr

control R data
channel channel
Frequency

Figure 2.3: Frequency chart of the DBTMA protocol.

transmission with D) or a CTS (to respond to E’s RTS). In either case, D can hear neither
C’s nor B’s RTS/CTS, but the transmission from A and B will continue as normal. If later
D decides to send any packet while A is transmitting to B, the packet will be destroyed at
B. As analyzed in [17], the probability of data packets experiencing collision will be as high
as 60% when traffic load is high.

To resolve the above problem, a protocol called DBTMA (dual busy tone multiple access is
proposed [17, 29]. The single common channel is split into two sub-channels: a data channel
and a control channel. The control channel is to transmit RTS/CTS dialogues. Also, two
narrow-band busy tones, called transmit busy tone (BT;) and receive busy tone (BT,), are
placed on the spectrum at different frequencies with enough separation. Fig. 2.3 shows a

possible spectrum allocation.
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The purpose of busy tones is to add a capability similar to carrier sense to transceivers
— BT; is to indicate that a host is transmitting, while BT, does that a host is receiving.
A sending host must turn its BT; on when transmitting a data packet and a receiving host
must turn its BT, on when it replies the sender a CTS. When a host wants to send a RTS,
it has to make sure that there is no BT, around it. Conversely, to reply a CTS, a host must
make sure that there is no BT} around. So in the scenario of Fig. 2.2(a), host D will be aware
of, through B’s BT,, B’s receiving activity. Fig. 2.2(b) illustrates this scenario — B’s BT,
will prohibit C’s RT'S/CTS.

In summary, a simple rule is used in DBTMA: a host should not send if it hears any BT,
and should not consent to send if it hears any BT;. As a final comment, it is also possible to

use busy tones to save power [63], but this is out of the scope of this dissertation.

2.3 A New MAC Protocol with Power Control

In this section, we show how to enhance the DBTMA protocol [17, 29] with power control.
Using smaller transmission power may increase channel reuse in a physical area. To moti-
vate our work, consider Fig. 2.4(a), where a communication from A to B is ongoing. The
communication from C to D can not be granted because D can hear A’s BT}, and similarly
that from E to F can not be granted because E can hear B’s BT,. However, as shown in
Fig. 2.4(b), if we can properly tune each transmitter’s power level, all communication pairs
can coexist without any interference.

The following discussion gives a basic idea how to incorporate power control into the
original protocol. First, we should enforce A to transmit its data packet and BT; at a
minimal power level, but keep B’s BT, at the normal (largest) power level. When C wants
to communicate with D, C senses no BT,, so it can send a RTS to D. At this moment, D
hears no BT}, so D can reply a CTS to C. Now if C appropriately adjusts its transmission
power, the communication from C to D will not corrupt the transmission from A to B. The
communication from E to F deserves more attention. At this time, E can sense B’s BT,.

Ideally, E should send a RTS to invite F with a power level that is sufficiently large to reach
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Figure 2.4: Transmission scenarios (a) when there is no power control, and (b) when there is
power control. Transmit busy tones are shown in gray and receive busy tones are shown in
white.

F but not B. The basic idea is that E’s yet-to-be-transmitted data packet should not corrupt
B’s reception. Host F, which must be closer to E than B is, will reply with a CTS. This
causes no problem as F hears no BT;. Then the communication from E to F can be started.

To summarize, the rules in our protocol are: (i) data packet and BT} are transmitted
with power control based on the power level of the received CTS, (ii) CTS and BT, are
transmitted at the normal (largest) power level, and (iii) RTS is transmitted at a power level
to be determined based on how strong the BT, tones are around the requesting host.

In the following, we first demonstrate how power control can increase channel utilization
under an ideal situation. Then we discuss the fundamentals to tune transmission power,

followed by a formal description of our protocol.

2.3.1 Benefits of Power Control

At this point, it deserves to predict, under ideal situations, how much benefit power control
can offer. We have developed a simple simulation without caring how MAC protocols are
designed. We simulated an area of size 500 x 500. On the area, we randomly generated a
sender A and then randomly generated a receiver B within the circle of radius 7,4, centered

at A, where 1,4, = 50 is the maximum transmission distance of a host. Two models were
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—&— power control
10 —=— without power control
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Figure 2.5: The potential numbers of communication pairs in a 500 x 500 area with and
without power control. The maximum transmission distance is 50 units.

assumed: (i) A sends to B with the maximum power, and (ii) A sends to B with a smallest
power such that B can receive correctly. Based on the surroundings, we then tested whether
the transmission from A to B will interfere any ongoing communication pair or not. If not, the
transmission from A to B was granted; otherwise, it was dropped. We then repeated the above
tests for a number of times (ranging from 200 to 1800), trying to add more communication

pairs to the area.

We observed the numbers of communication pairs that were granted in the area based
on the two models. The result is shown in Fig. 2.5, where each point is from the average of
1000 simulations. The x-axis shows the number of tests we have performed. As can be seen,
power control can offer about 1.5 times more communication pairs than that without power

control.
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2.3.2 Tuning Power Levels

In the following, we discuss how our protocol determine a power level to transmit a packet

or a busy tone. We make the following assumptions:

e Transmission Power: A mobile host can choose on what power level to transmit a

packet. This function should be offered by the physical layer.

e Signal Strength: On receiving a packet, the physical layer can offer the MAC layer the

power level on which the packet was received.

Now, suppose a source host transmits a packet to a destination host. Let P, and P, be
the power levels on which the packet is transmitted and received on the sender and receiver

sides, respectively. Then the following equation holds (refer to the Chapter 2 of [77]):

A
P, = Pt(m)"gtgr, (2.1)

where A is the carrier wavelength, d is the distance between the sender and the receiver, n is
the path loss coefficient, and ¢g; and g, are the antenna gains at the sender and the receiver,
respectively. Note that A, g;, and g, are constants in normal situations. The value of n is
typically 2, but may vary between 2 and 6 depending on the physical environment, such as
existence of walls, cabinets, or obstacles.

One important factor that our protocol relies on is that during a very short period, the
values of d and n can be treated as constants. This makes possible choosing appropriate
power levels to transmit packets, even if the values of d and n are unknown. For instance,
suppose host X transmits a RTS with power P, to host Y, who receives the packet with
power P,. If Y wants to reply a CTS to X at a certain power level Porg such that X's

receiving power is the smallest possible, say P,,i,, then we have

A
Ppin = PCTS(m)ngtgr- (2.2)

Dividing Eq. (2.2) by Eq. (2.1), we have

Prin o Pers

Pr Pt




16 Single-Channel MAC Protocol with Busy Tones and Power Control

Thus, Y can determine the power level Porg = PPy /P, even if d and n are unknown.

In practice, the level of power to transmit packets does not have to be infinitely tun-
able. Offering only certain discrete values may simplify hardware design. This possibility
will be explored in Section 2.5. Also, to take transmission reliability into account, the real

transmission power in the above example should be larger than Porg by a certain level.
2.3.3 The MAC Protocol

Below, we show how to incorporate power control into the DBTMA protocol [17, 29]. The
main idea is to use the exchange of RTS/CTS packets to determine which power level to

transmit. The following notations regarding power levels will be used.

e P4 the maximum transmission power
e P,in: the minimum power level for a host to distinguish a signal from a noise

e Pise: a power level under which an antenna will regard a signal as a noise (Ppoise
should be less than P,,;, by some constant; ideally, we assume that P,,;;, — Poise 1S &

very small value.)
The complete protocol is formally described below.

1. On a host X intending to send a RTS to host Y, host X should sense any receive
busy tone BT, around it and send a RT'S on the control channel at power level P, as

determined below:

e If there is no receive busy tone, then z = P4,

e Otherwise, let P, be the power level of the BT, that has the highest power among

all BT,’s that X receives. We let

Pma:anoise
P=—- 2.3
z Py- ( )

That is, the RTS signal should not go beyond the nearest host that is currently
receiving a data packet. Note that P,,q, is used in Eq. (2.3) because a receive busy

tone BT, is always transmitted at the maximum power level (see rule 2 below).
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2. On host Y receiving X’s RTS packet, it should sense any transmit busy tone BT;

around it. There are two cases:

e If there is any such busy tone, then Y ignores the RT'S (because collision would

occur if X does send a data packet to Y).

e Otherwise, Y replies with a CTS at the maximum power P,,,, and turns on its

receive busy tone BT, at the maximum power P,,z-

3. On host X receiving Y’s C'T'S, it turns on its transmit busy tone BT; and starts

transmitting its data packet, both at the power level

Pmianaz

P =

x PT. ?
where P, is the level of the power at which X receives the CTS. This power level P, is

the minimum possible to ensure that Y can decode the data packet correctly.

For instances, the reader can verify that our protocol will grant the transmissions from C

to D and from E to F in Fig. 2.4(b).

2.4 Performance Analysis

This subsection presents some performance analysis of our MAC protocol. Section 2.4.1
compares the DBTMA and our protocols on the success possibility that two nearby commu-
nication pairs can coexist in a MANET. Section 2.4.2 analyzes the channel utilization offered

by our protocol.
2.4.1 Analysis of Probability of Two Nearby Communication Pairs

We are interested in how much benefit our protocol can offer over the DBTMA by allowing
more communication pairs to exist in a small physical area. Specifically, the following scenario
is considered: There is a MANET of four hosts A, B, C, and D. Suppose that A is currently
sending a packet to B. We want to find out the probability under such constraint that C' can

successfully initiate a transmission (through RTS/CTS dialogue) with D. Formally, denote
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Table 2.1: Comparison on the probability Prob(C' — D) given the condition that another
communication A — B is ongoing.

DBTMA | Ours
BC < Tyas 0 0.397

Tmaz < BC < 3Tmax 0.910 | 0.971

the probability by Prob(C — D). We want to determine

A is sending a data packet to B
AB < Tmaz

CD < Trmaz ’
BC < 3Tmaz

Prob(C — D) subject to

where XY denotes the distance between two hosts X and Y, and 7,4, the maximum transmis-
sion distance of an antenna (when power Py, is used). Note that the constraint BC < 3rmax
is imposed because beyond this distance the two transmissions (A — B and C — D) are free
from interference.

To simplify the analysis, we assume that the area that a packet can reach is bounded by
a circle and that a host can tune its transmission power to a level with arbitrary accuracy.
Also, we assume an ideal model that the difference P,,; — Proise = € is an arbitrarily small
value (i.e., the gap to distinguish a signal and a noise is negligible).

The discussion is separated into two cases depending on the value of BC. Table 2.1 gives
a preview of our analysis result. As can be seen, when BC < 7,44, the Prob(C — D) of
our protocol is about 40%, whereas it is impossible for DBTMA to grant C — D. When
Pmaz < BC < 374z, both protocols have a high success probability (ours is about 0.06
higher than DBTMA). This implies that our protocol is more useful when the density of

mobile hosts is high.

Definition 1 Consider two points A and B on an zy-plane which are the centers of two
circles of radii R4 and Rp, respectively. Define INTC (R4, Rp, AB) to be the area of the

intersection of these two circles.

Definition 2 Consider three points A, B, and C on an zy-plane which are the centers of

three circles of radii R4, Rp, and R¢, respectively. Define INTC3(Ra, Rg, Rc, AB, AC, BC)
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Figure 2.6: Analysis of the success probability of two nearby coexisting communication pairs
(case BC < rmag)-

to be the area of the intersection of these three circles.
Case 1: BC < Tpas

In this case, host C' can hear B’s receive busy tone B7T,. Our protocol may grant the
transmission C' — D if the following events happen: (i) host C' sends a RTS with a power
level which reaches B with a power level Ppyse, (i) D hears C’s RTS and returns a CTS.
Note that (ii) can succeed only if D is within the range of C’s RTS, but is out of range of
A’s BT;. In Fig. 2.6, we draw a possible relationship among hosts A, B, and C, where the
circles centered at A, B, and C indicate the transmission ranges of A’s BT}, B’s BT,, and
C’s RTS, resepctively.

Without loss of generality, let B be a reference point, A be on B’s left-hand side, and the
angle between B—é and the z-axis be 0 (refer to Fig. 2.6). Note that D could be located in
any place at a distance of 7,4, from C. If D is within the circle centered at C', but not in the
circle centered at A, the transmission C' — D will be granted. Let’s denote by p1(AB, CB, )
the value of Prob(C — D) under this instance. The success probability is

—2 [ —
(A8, B, 6) = mCB° — INTC(AB,C’B,AC), 2.4

2
T max

where AC = \/ (CBsinf)2 + (AB 4+ CBcosf)2. The numerator is the area of the circle
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centered at C with radius CB excluding the intersection of the gray circles centered at A
and C. The demoninator is the area that D may be located.
For a fixed AB, the average success probability can be obtained by integrating the value

in Eq. (2.4) for § = 0..27 and then integrating the result for CB = 0.7z

Tmazx Vo) 2m AR R
/ (%CB (p (4B, CB, 9)> d9> dCB. (2.5)
0

2
T maz J0 27

Finally, integrating the value in Eq. (2.5) for AB = 0..ry,4¢, We obtain
Prob(C —D) =
rmaz (2w AB ["mer (2xCB [*" p(AB,CB ——\ ——
/ ( - ( ¢ / PL(AB,C ’9)d9> dCB) dAB.
0 0 0

27
On the contrary, in the DBTMA protocol, as C' can hear B’s receive busy tone BT, the

2 2
T max T max

RTS/CTS dialogue will fail. So the probability Prob(C — D) = 0 for the DBTMA.
Case 2: Tz < BC < 3rmax

In this case, host C' can not hear B’s receive busy tone BT,. So C’s RTS will be sent with
power level P,,... Let’s follow the model in the previous section. There is no change on
the radii of the circles centered at A and B, but radius of the circle centered at C' becomes
Tmaz- Still, the transmission C' — D will be granted if D is inside C’s transmission range,
but outside A’s transmission range. The main difference is that the circles centered at A and
C may or may not intersect. Fig. 2.7 illustrates this difference: when C is located at Cf,
there is not intersection, but when C' is at (s, there is some intersection.

First, given fixed AB, CB, and 6, we recalculate the success probability

7720e — INTC(AB, 702, AC)
?rbax

pQ(Ea @7 0) = (26)

r
For a fixed AB, the average success probability can be obtained by integrating the value in

Eq. (2.6) for § = 0..27 and then integrating the result for CB = paz..37maz:

3rmas 2 CB 2 (. (AB,CB,0) _
gl st D A4 B. 2.
/T"maz (327r7“2 - 71—7‘72710,:1: /0 ( 27 > do) ac ( 7)

max

Finally, integrating the value in Eq. (2.7) for AB = 0..7,,42, We obtain
Prob(C — D) =

Tmazx AR 3Tmaz i) 2 AR R
/ 2 AR 27CB / p2(AB,CB.0)\ .\ o5\ [iE.
0 mr2 S 2712 00 — T 200z Jo 27

max max
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Figure 2.7: Analysis of the success probability of two nearby coexisting communication pairs
(case Tmar < BC < 37rmaz)-

The main difference in the DBTMA protocol as opposed to ours is that host A will use
power P4, to transmit its BT;. This will reduce the probability for D to reply C’s RTS. So

the success probability needs to be recalculated:

71'7’2 — INTC(Tmawa Tmazx, A—C)

p3(AB,CB,0) = —79z (2.8)

2
Tl max

Clearly, ps < ps. Substituting p3 for the ps in Eq. (2.4.1), we will have the Prob(C — D) of
DBTMA.

2.4.2 Analysis of Channel Utilization

This subsection derives the channel utilization of our protocol, where channel utilization is
the average aggregrate time used for successful data transmission in a physical area at every
instant. Our analysis follows the model in [29, 40]. Each host is a Poisson source with a packet
arrival rate of A. Hosts are randomly distributed in an area Sg;., with density p. With power
control, the average distance of all sender-receiver pairs can be written as R = 74,/ V2. To
simplify the analysis, every unsuccessful data packet is destroyed by the transmitter.

Consider a pair of hosts A and B intending to communicate. The probability Prob(A —



22 Single-Channel MAC Protocol with Busy Tones and Power Control

B) can be formulated as:

Prob(A — B) = Prob(RTS successful) - Prob(CTS successful | RTS successful)-
Prob(data successful | CTS successful).

Host A’s RTS will succeed if there is no other transmissions that can corrupt B’s reception

during its vulnerable period, so
Prob(RTS successful) = e~ (VA (pr R ~1) (2.9)

where  is the transmission time of a control packet and 7 is the propagation delay.
After receiving A’s RT'S, B will set its BT, on and reply a CTS. All nodes that are in B’s
BT, range but not in A’s RTS range are hidden terminals to A. The number of such hosts

is:

Ny, = prr?,,, — INTC(AB, ryes, AB).

max

So the probability that the CTS is successful depends on whether any of these hidden termi-
nals starts any transmission during the propagation period 7 which can potentially corrupt

the transmission A — B, i.e.,

Prob(CTS successful | RTS successful) =

e TMVht 4 (1 — e TANnt) Prob(harmless hidden terminal),

where the first part is the probability that no hidden terminals start any transmission during
a 7 period, and the second part that some hidden terminal starts a transmission but is
harmless to A — B.

To find Prob(harmless hidden terminal), suppose C' is a hidden terminal to A. Also, let
D be C’s intended communication party (refer to Fig. 2.8, where Dy, Dy, D3, D4 are four
possible locations of D.). We analyze the effect of the hidden terminal C' depending on the

location of D:
1. D in A’s RTS range: The transmission C' — D will be prohibited by A’s RTS (e.g., Dy

in Fig. 2.8).

2. D in B’s CTS range: The transmission C' — D will fail because C’s RTS and B’s CTS
will collide in D (e.g., Dy in Fig. 2.8).
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3. D in the circle centered at C' with radius BC: The transmission C' — D, no matter

being granted or not, will not corrupt the transmission A — B (e.g., D3 in Fig. 2.8).

4. D in C"s RTS range, but not falling in the above three cases: The transmission will

corrupt the transmission A — B (e.g., D4 in Fig. 2.8).

So the only harmful area is what identified in item 4, and the harmless area is the circle
centered at C' with radius 7,4, excluding this area,
Hureo(A, B,C) =rCB" +
INTC("maz, Tmaz, CB) — INTC(CB, rmaz, BC) +

INTC(ryma, AB, AC) — INTC(CB, AB, AC) + (2.10)

INTC3(CB, ez, AB,BC, AC, AB) —

INTC3("maz, "maz, AB, AB, BC, AC)

Harea (A,B,C)

2
Tlmax

Thus, C' is a harmless hidden terminal with probability Integrating this

probability over all possible locations of C, we have

1
“INTC(rmas, AB, AB)

1 _BO?

/,«maz /cos_ TAB BO (M) dfc dBC
0 0

Wrmax

Prob(harmless hidden terminal) =

2
T max

where O¢ is the angle shown in Fig. 2.8.
Once both busy tones BT; and BT, are set up correctly, A’s data packet will be sent
correctly. So Prob(data successful | CTS successful) = 1. This leads to

Prob(A — B) = e~ A2y +T)A(prR?~1)

(eT”R(”RJFESing*ZRQ) +(1- eT”R(”RJFESi“e*QRG))Prob(harmless hidden terminal)) .

Let’s define a busy period as the period between two consecutive idle periods. There
are two types of busy periods: successful transmission period and unsuccessful transmission

period. The expected time of a busy period is then:

B = T;Prob(A — B) + Tf(1 — Prob(A — B)),
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Figure 2.8: Analysis of harmful/harmless hidden terminals.

where T is the expected time of a successful transmission period, and T’ is the expected time
of an unsuccessful transmission period. A successful transmission time consists of an RTS
packet transmission time, a CTS packet transmission time, and a data packet transmission

time (§), each followed by propagation time 7:
Ts =2y + 37 +0.

An unsuccessful transmission period consists of an RTS packet transmission time followed by

7 and a collision time before the channel becomes idle again [40]:

1— e—TAp?rR2

Ty = 2T — —/——————
FEYEeT ApmR?

An idle period is the time between two consecutive busy periods. According to the property
of a Poisson process, the expected time of an idle period is:

1

I=——.
Apm R?

So the average utilization period can be expressed as:
U = 6Prob(A — B),
which gives the effective channel utilization ratio:

U
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As the above analysis is only for a particular value of AB (which may range from 0 to R),

taking this into consideration through integration, we have the average channel utilization

1

T=——
ApmR?

/R (p2mAB - T(A — B)) dAB. (2.11)
0

In the area Sgpeq, the mazimum number of concurrent transmission pairs can be conser-
vatively approximated by m = Sgreq/(3v/3R?/2), where the denominator is the area of a

hexagon of side length R. So the aggregated channel utilization in the area Sureq is mT.

2.5 Discrete Power Control

In practice, the levels of power provided by the physical layer may not be infinitely tunable.
A more reasonable assumption is that only a certain number of (discrete) power levels are
offered. In this section, we try to answer the question: given a fixed integer k, how to
determine k power levels to maximize channel utilization.

Throughout this section, our development is based on Eq. (2.1) and we will assume
that n = 2. Observe that channel utilization is proportional to the number of concurrent
transmitting hosts in the MANET, which is in turn proportional to number of non-overlapping
circles of radius 74,4 that can coexist in a physical area, where 7,4 is the average transmission

distance in our protocol. Since the average of power levels, Py, , used for transmission is

n

avg: b0 maximize channel utilization we should minimize the expected value

proportional to r
E(Pyyg)-
In the following, when n = 2 we show that evenly spreading the k& power levels is the best

choice.

Lemma 1 When n =2 in Eq. (2.1), given an integer k, the k power levels, %Pm,n, %Pm,n,

., and %me, will give the minimum E(Pgyg) = %me.
Proof.
Induction Basis: When k = 2, assume that a power P is offered other than the maximum

power Ppq.. Let 1 and 7,4, be the radii of the circles that can be covered by these two power
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levels, respectively. By Eq. (2.1), we have P./Ppa: = r2/r?

raw- As a receiver is randomly

2
Ty
2

to use
r

distributed around a sender within a distance r,,4,, the sender has a probability

max

2 .2 . .
power P, and Tmee="z to use P,,q,. So the expected power level being used is:

Tl maz

2 2 2
mr mr — Tr
T mazx T
E(Pa/ug):Px 2 +Pmam 2
T max T max
P,

P,
:Px = +Pma:v(1_

max max

).

Letting the differentiation E'(Pyyy) = 0, we have E'(Puyy) = a2 — 1 =0. So P, = fmes

max

which gives E(Pyyg) = 2 Prgg-
Induction Hypothesis: Assume that with the £ — 1 power levels, ﬁPm,w, %Pmax, e

=1 Prnazs the E(Pavg) = 515 Pmag is the minimum.

Induction Step: Now assume that the second largest power level is P,. By the induction

hypothesis, the power levels should be arranged as ﬁPm, % Ty e %Pm, maz- Again,

let r; be the radius of the circle that can be covered by power P,. A sender has a probability

2 2 2
wr r —Tr
-y Z - to use power levels < P,, and 7’"“‘% — z to use Pp.. So the expected power level

being used is:

kP, r2 mr — 2
E P — . T P max T
( avg) 2(k - 1) WTTZHLLCE * Fmaa WTTZHLLCE
kP, P, Py
= . P 1— .
=1 Poaa T B
Letting the differentiation E'(Ppyg) = 0, we have E'(Ppyq) = wﬁ% —1=20. So we have

P, = %Pm,n, which gives E(Pyq) = kQ—J;leam. As E(Pypq) — P”é‘“” as k — oo, this also
tells us that the theoretical upper bound for channel utilization improvement is at most two

times that without power control. O

We comment that when n is of other values, the derivation will be similar.

2.6 Simulation Results

We have developed a simulator to verify the performance of our scheme and compare our

result to the DBTMA protocol. A MANET with a certain number of mobile hosts which
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may roam around in a physical area was simulated. The simulation parameters are listed

below.
e physical area = 8km x 8km
e maximum transmission distance (7,q,) = 0.5 or 1.0 km
e number of mobile hosts = 600
e speed of mobile host = 0 or 125 Km/hr.
e length of control packet = 100 bits
e link speed = 1 Mbps
e transmission bit error rate = 10 °/bit

Data packets were generated to the MANET by a Poisson distribution. For each packet,
we randomly chose one of the mobile host as the source node and a neighbor host within
distance rpq; as the receiver. We varied the number of data packets injected into the MANET
and observed the channel utilization in the area.

Fig. 2.9 shows the channel utilization of the DBTMA and our protocols at different traffic
loads when 7,4, = 0.5 km. Data packets length is fixed at 1000 bits. From Fig. 2.9(a), we see
that the DBTMA protocol will saturate at around load = 600 packets/ms, while our protocol
at around load = 800 packets/ms. Also, our protocol can deliver a channel utilization about
2 times that of the DBTMA. Moving to Fig. 2.9(b) and (c), where 7,4, = 1.0 km and 2.0 km,
respectively, we observe that both protocols will saturate at lower loads. This is reasonable
because a larger transmission distance means a more crowded environment (signals are more
likely to overlap with each). As comparing these three figures, we further see that a larger
transmission distance 7y, will slightly favor our protocol (the gap between DBTMA and
our protocols enlarges slightly). Hence power control is of more importance in more crowded

environments.
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Figure 2.9: Channel utilization vs. traffic load when (a) 7y, = 0.5 km, (b) 70, = 1.0 km,
and (c) Tmee = 2.0 km.

Next, we observe the effect of packet length. Fig. 2.10 shows our simulation results when
maz = 1.0 km. As can be seen, longer data packets can deliver higher channel utilization.
This shows an interesting result that longer packets are less vulnerable with busy tones and
power control. This is perhaps because the hidden-terminal problem is less serious (less
interruption/interference from hidden terminals).

The above simulations have used infinite power levels. We also simulated discrete power
levels and observed its effect on channel utilization. Setting 7,4, = 1 km, arrival rate = 200
or 400 packets/ms, and packet length = 1 or 2 Kbits, Fig. 2.11 shows the channel utilization
using different numbers of power levels. Apparently, more power levels enable a host to
transmit with less interference to its surroundings, thus giving higher channel utilization.
However, using 4 to 6 power levels can already deliver a channel utilization close to that of
using infinite power levels. So it makes not much sense to have too many power levels. This
shows the practical value of our result.

The previous simulations are based on no host mobility. Fig. 2.12 demonstrates the effect
of host mobility. We compare the channel utilization when hosts have no mobility and when
hosts move at 125 km/hr with random direction. (A speed of 125 km/hr means a very fast
vehicle, such as cars on highways.) The results show that the effect of host mobility to channel

utilization is very limited and thus negligible at the MAC layer, which is the same as the
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Figure 2.10: Channel utilization vs. data packet length at various traffic loads.
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Figure 2.11: Channel utilization vs. number of power levels at 7,4, = 1 km, arrival rate =
200 or 400 packets/ms, and packet length = 1 or 2 Kbits.
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Figure 2.12: Channel utilization vs. traffic load when hosts have no mobility and when hosts
move at 125 km/hr. The transmission distance 7,4, = 1 km.

observation in [17].

Finally, Fig. 2.13 compares the channel utilization obtained from our simulation against
that from our analysis in Section 2.4.2 (i.e., mT). The results in Fig. 2.13(a) are obtained
from a physical area of size 1 km x 1 km with 50 mobile hosts each with a transmission
distance of r,q, = 0.5 km. This case represents a small value of m = 3.07 (recall that this
is an estimation on the number of concurrent transmission pairs). The purpose here is to
reduce the effect of error induced by m on the overall channel utilization. We can see that
the peak theoretical utilization is slightly higher than the peak simulated utilization. We
believe that this is because the theoretical analysis does not consider some timing factors
(such as backoff, transmission delays, message preambles, etc.) which are considered in
our simulations. However, as the load exceeds the throughput of the network, we see that

the simulated utilization will outperform the theoretical utilization. We believe that this
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Figure 2.13: Simulated channel utilization vs. theoretical channel utilization: (a) in a 1 km
x 1 km area with 50 mobile hosts, and (b) in a 8 km x 8 km area with 600 mobile hosts.

is because the probability Prob(RTS successful) in Eq. (2.9) is too conservative when the
traffic load is high. This probability is to estimate the number of potential attackers on a
RTS packet. The estimation has considered all potential attackers at a certain distance (R)
from the receiver of this RTS. However, as the traffic load is high, many attackers will be
prohibited by the earlier RTS/CTS dialogues in the surroundings. Similarly, the Prob(CTS
successful | RTS successful) might be conservative, too, when the traffic load is high. This
explains why after the peak utilization our simulated result will outperform the theoretical
analysis in Fig. 2.13(a). The results in Fig. 2.13(b) are obtained from a physical area of size
8 km x 8 km with 600 mobile hosts each with a transmission distance of 7,4, = 1.0 km.

This represents a larger value of m = 49.27. The trend is very similar to that in Fig. 2.13(a).

2.7 Summary

The main objective of MAC protocols is to arbitrate the accesses of communication medium
among multiple mobile hosts. This is of more challenge in a MANET environment since
radio signals from different antennas are likely to overlap with each other in many areas,

thus serious wasting the medium. In this section, we have proposed a new MAC protocol
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for MANETS that utilizes the intelligence of power control on top of the RT'S/CTS dialogues
and busy tones. Channel utilization can be significantly increased because the severity of
signal overlapping is reduced. Analyses and simulation results have all shown the advantages
of using our protocol. As to future work, RTS/CTS is only one of the many possibilities
to access wireless medium. Future research could be directed to applying the power-control
concept to other domains. Recently, some works have addressed the possibility of using
an intermediate relay node to transmit a packet in an indirect manner [32, 60], instead of
transmitting a packet directly. It will be interesting to investigate further applying power

control on this issue.



Chapter 3

Multi-Channel MAC Protocol with
On-Demand Channel Assignment

This chapter considers the access of multiple channels in a MANET with multi-hop commu-
nication behavior. We point out several interesting issues that should be paid attention of
when using multiple channels. We then propose a new multi-channel MAC protocol, which is
characterized by the following features: (i) it follows an “on-demand” style to assign channels
to mobile hosts, (ii) the number of channels required is independent of the network topology
and degree, (iii) it flexibly adapts to host mobility and only exchanges few control messages
to achieve channel assignment and medium access, and (iv) no form of clock synchronization
is required. Compared to existing protocols, some assign channels to hosts statically (thus a
host will occupy a channel even when it has no intention to transmit) [11, 34, 37], some require
a number of channels which is a function of the maximum connectivity [11, 23, 34, 37], and
some necessitate a clock synchronization among all hosts in the MANET [37, 67]. Extensive

simulations are conducted to evaluate the proposed protocol.

3.1 Introduction

A mobile ad-hoc network (MANET) is formed by a cluster of mobile hosts without the
infrastructure of base stations. Due to the transmission range constraint of transceivers, two
mobile hosts may communicate with each other either directly, if they are close enough, or

indirectly, by having other intermediate mobile hosts relay their packets. Since no base station
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is required, one of its main advantages is that it can be rapidly deployed. The applications
of MANETS appear in places where pre-deployment of network infrastructure is difficult or
unavailable (e.g., fleets in oceans, armies in march, natural disasters, battle fields, festival
field grounds, and historic sites). A working group called MANET [1] has been formed by
the Internet Engineering Task Force (IETF) to stimulate research in this direction. Issues

related to MANET have been studied intensively [23, 36, 42, 47, 54, 55, 67, 70, 81].

A MAC (medium access control) protocol is to address how to resolve potential contention
and collision on using the communication medium. Many MAC protocols have been proposed
for wireless networks [12, 21, 39, 41, 49, 48], which assume a common channel shared by mobile
hosts. We call such protocols single-channel MAC protocols. A standard that has been widely
accepted based on the single-channel model is the IEEE 802.11 [3]. One common problem
with such protocols is that the network performance will degrade quickly as the number of

mobile hosts increases, due to higher contention/collision.

One approach to relieving the contention/collision problem is to utilize multiple channels.
With the advance of technology, empowering a mobile host to access multiple channels is
already feasible. We thus define a multi-channel MAC protocol as one with such capability.
Using multiple channels has several advantages. First, while the maximum throughput of a
single-channel MAC protocol will be limited by the bandwidth of the channel, the throughput
may be increased immediately if a host is allowed to utilize multiple channels. Second, as
shown in [6, 54], using multiple channels will experience less normalized propagation delay
per channel than its single-channel counterpart, where the normalized propagation delay is
defined to be the ratio of the propagation time over the packet transmission time. Therefore,
this reduces the probability of collisions. Third, since using a single channel is difficult to

support quality of service (QoS), it is easier to do so by using multiple channels [50].

Here, we use “channel” upon a logical level. Physically, a channel can be a frequency band
(under FDMA), or an orthogonal code (under CDMA). How to access multiple channels is
thus technology-dependent. Disregarding the transmission technology (FDMA or CDMA),

we can categorize a mobile host based on its capability to access multiple channels as follows:
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e single-transceiver: A mobile host can only access one channel at a time. The transceiver
can be simplex or duplex. Note that this is not necessarily equivalent to the single-
channel model, because the transceiver is still capable of switching from one channel to

another channel.

e multiple-transceiver: Each transceiver could be simplex or duplex. A mobile host can

access multiple channels simultaneously.

A multi-channel MAC typically needs to address two issues: channel assignment (or code
assignment) and medium access. The former is to decide which channels to be used by which
hosts, while the later is to resolve the contention/collision problem when using a particular
channel. There already exist many related works [11, 16, 17, 19, 23, 34, 37, 52, 54, 67, 28, 84].
References [11, 16, 19, 34, 52] are for channel assignment in a traditional packet radio network,
and thus may not be appropriate for a MANET, which has mobility. Two IEEE 802.11-like
protocols are proposed in [17, 84], which separate control traffic and data traffic into two
distinct channels. However, this is a special case because only one data channel is allowed.
A scheme based on Latin square is proposed in [37], which assumes a TDMA-over-FDMA
technology. The channel assignment is static, and to achieve TDMA, a clock synchronization
is necessary (which is difficult, especially for a large-scale MANET). Furthermore, a number of
transceivers which is equal to the number of frequency bands is required, which is very costly.
The protocol in [28] also assigns channels statically. It is assumed that each host has a polling
transceiver and a sending transceiver. The polling transceiver hops from channel to channel
to poll potential senders. Once polled, an intending sender will use its sending transceiver to
transmit its packets. How to assign channels to mobile hosts is not addressed in that work.
The drawbacks include long polling time and potential collisions among polling signals. The
protocol [23] assigns channels to hosts dynamically. It mandates that the channel assigned to
a host must be different from those of its two-hop neighbors. To guarantee this property, a
large amount of update messages will be sent whenever a host determines any channel change

on its two-hop neighbors. This is inefficient in a highly mobile system. Further, this protocol
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is “degree-dependent” in that it dictates a number of channels of an order of the square of

the network degree. So the protocol is inappropriate for a crowded environment.

A “degree-independent” protocol called multichannel-CSMA protocol is proposed in [54].
Suppose that there are n channels. The protocol requires that each mobile host have n re-
ceivers concurrently listening on all n channels. On the contrary, there is only one transmitter
which will hop from channel to channel and send on any channel detected to be idle. Again,
this protocol has high hardware cost, and it does not attempt to resolve the hidden-terminal
problem due to lack of the RTS/CTS-like reservation mechanism. A hop-reservation MAC
protocol based on very-slow frequency-hopping spread spectrum is proposed in [67]. The pro-
tocol is also degree-independent, but requires clock synchronization among all mobile hosts,

which is difficult when the network is dispersed in a large area.

In this chapter, we propose a new multi-channel MAC protocol which can be applied
to both FDMA and CDMA technology. The protocol requires two simplex transceivers per
mobile host. Based on a RT'S/CTS-like reservation mechanism, our protocol does not require
any form of clock synchronization among mobile hosts. It dynamically assigns channels to
mobile hosts in an “on-demand” fashion and is also a degree-independent protocol. Both the
channel assignment and medium access problems are solved in an integrated manner with
light control traffic overhead. In Table 3.1, we summarize and compare the above reviewed
protocols and ours. Extensive simulation results are presented based on two bandwidth
models: fized-channel-bandwidth and fized-total-bandwidth. Observations and analysis are
given to explain under what condition our multi-channel MAC protocol can outperform its
single-channel counterpart. The results also indicate that using our protocol will experience

less degradation when the network is highly loaded.

The rest of this chaper is organized as follows. In Section 3.2, we present a simple
MAC protocol based on a static channel assignment, through which we then discuss several
important issues that should be addressed by a multi-channel MAC protocol. Section 3.3
presents our multi-channel MAC protocol. Some analysis and simulation results are given in

Section 3.4. Conclusions are drawn in Section 3.5.
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Table 3.1: Comparison of multi-channel MAC protocols.

protocol assignment | no_transceivers | no_channels | clock sync. | info. collected
[17, 84] no need 2 2 no none
[11, 16, 19, 34, 52] static 1 deg.-dep. no global
[37] static n deg.-indep. yes none
[28] N/A 2 N/A no N/A
[23] dynamic 2 deg.-dep. no 2-hop
[54] dynamic n deg.-indep. no none
[67] dynamic 1 deg.-indep. yes none
ours dynamic 2 deg.-indep. no 1-hop

3.2 Concerns with Using Multiple Channels

The purpose of this section is to motivate our work. We will show that care must be taken
if one tries to directly translate a single-channel MAC (such as IEEE 802.11) to a multi-
channel MAC. To start with, we will introduce a multi-channel MAC protocol based on a
static channel assignment strategy. Then several interesting observations with using multiple

channels, as opposed to using single channel, will be raised.

3.2.1 SM: A Simple Multi-channel Protocol

Below, we present a simple multi-channel MMAC protocol, which we cal SM. The protocol
uses a static channel assignment, and on each channel the transmission follows IEEE 802.11.
We assume that there are an arbitrary number of hosts in the MANET, but the system
only offers a fixed number, n, of channels. Each mobile host is equipped with a half-duplex
transceiver Thus, when n = 1, this converges to the IEEE 802.11 Standard.

In SM, channels are assigned to mobile hosts in a random, but static, manner. One simple
way is to use hosts’ IDs (e.g., IP address or network card’s MAC address). Supposing that
channels are numbered 0, 1, ..., n — 1, we can statically assign channel 1 = ID mod n to
host 1D . The basic idea is: when a host X needs to send to a host Y, X should tune to Y’s
channel. Then, X follows IEEE 802.11 [3] to access the medium. A host operates between

two states, RECEIVE and SEND, as described below.
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e RECEIVE:
1. When the host has nothing to send, it tunes its transceiver to its channel, listening
for possible intending senders.
2. On receiving a RTS (request-to-send) packet, it follows IEEE 802.11 to reply a
CTS (clear-to-send) packet using its own channel. Then it waits for the data
packet, still on the same channel.
e SEND:

1. When the host is not expecting any data packet (under the RECEIVE mode) and
has a packet to send, it switches to the SEND mode and transmits a RTS to the

receiver using the receiver’s channel. Then it waits for the receiver’s reply.

2. On receiving the replied CTS, it starts to transmit the data packet, following the
IEEE 802.11 style, using the receiver’s channel. Then it waits for the receiver’s

ACK, on which event it will return to the RECEIVE mode.

3.2.2 Some Observations

Below, we make some observations associated with the above SM protocol. We would like

to know how these problems affect the SM protocol, which has multiple channels. As shown

below, the hidden-terminal problem will become more serious, the exposed-terminal problem

will become less serious, and some new problems may appear.

o Missing RTS: In Fig. 3.1, host B initiates a communication with C' using C’s channel 3.
Host A later intends to communicate with B and thus sends a RTS on channel 2. Since
B is busy in sending, this RTS will not be heard by B. Furthermore, since A can not
sense the carrier from B (on channel 3), multiple RT'Ss may be sent at a short period of
time until the maximal number of retrials expires. On the contrary, in a single-channel
MAQC, the carrier from B can be detected by A and thus A will inhibit its next RTS
unless the common carrier is free. Thus, A’s RTS has a higher chance to succeed in a

single-channel MAC.
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Figure 3.1: The problem of missing RTS in a multi-channel MAC. (The leading number on
each message shows the message sequence; the subscript shows the channel on which the
corresponding message is sent.)

e False Connectivity Detection: The above failure in RTS will lead to a dilemma that A
can not tell whether B is at its neighbor or not. Thus, A may easily and falsely conclude
that the link from A to B is broken. This may give the upper network layer a false signal
and lead to a disaster. For instance, consider the many routing protocols for MANET
[30, 36, 56, 58]. If the link from A to B is a part of a route, then a ROUTE_ERROR
packet will be reported to the source of the route, causing the source host to initiate
a new, but unnecessary, round of ROUTE_DISCOVERY. In fact, the original route
still exists. According to [55], ROUTE_DISCOVERY will lead to a broadcast storm
problem, thus causing serious redundancy, contention, and collision on the medium.

Because of this, the network may be flooded by many control packets.

e Missing CTS: In Fig. 3.2, similar to the earlier scenario, B initiates a communication
with C on channel 3. Later on, host D wants to send to C and initiates a RTS on
channel 3, thus destroying C'’s receiving activity. This is similar to the hidden-terminal
problem. However, in a single-channel MAC, this RTS will be prohibited by C'’s earlier
CTS. Unfortunately, in a multi-channel MAC, C’s earlier CTS may not be heard by
D because D will tune its transceiver to channel 3 only after there is a transmission
need. Thus, using CTS is less effective in a multi-channel MAC as opposed to that in
a single-channel MAC. In addition, as shown in the right-hand part of Fig. 3.2, even
if D’s intending receiver is E instead of C, as long as E’s channel is the same as C's,

C’s receiving activity will still be destroyed. Hence, the hidden-terminal problem will
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Figure 3.2: The problem of missing CTS in a multi-channel MAC.

become more serious unless sufficient care has been taken. If it is guaranteed that no
two hosts within a distance of two hops will use the same channel to send (such as

[11, 23]), this problem can be eliminated.

e Fzxposed-Terminal Problem: Consider the exposed-terminal problem in Fig. 3.3, which
is redrawn from Fig. 2.1(b) by assigning a channel to each host. In this case, C may hear
A’s earlier RTS (on channel 2). However, C' is still allowed to use D’s channel 3 to send
a RTS. Thus, the transmission from C' to D may be granted. So the exposed-terminal

problem can be somehow relieved in a multi-channel MAC.

e Channel Deadlock Problem: In Fig. 3.4, we show a scenario that there is a circle of hosts,
A, B, C, and D, each intending to communicate with the host next to it by sending
a RTS. Since each host tunes its transceiver to the SEND mode, these RTSs are likely
to be missed. This will form a circular dependence relation, thus creating a deadlock
scenario. As time passes by, the deadlock may be resolved automatically. However,
we conjecture that such scenarios may be common, especially when the network load
is high, and multiple deadlocks may exist. This may significantly degrade channel

utilization, and thus the system’s performance.

3.3 Owur Multi-Channel MAC Protocol

This section presents our multi-channel MAC protocol, which we call DCA (dynamic channel
assignment). The proposed protocol has the following features. First, it assigns channels to

mobile hosts in an “on-demand” manner in that only those hosts intending to send will own
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Figure 3.3: The exposed-terminal problem in a multi-channel MAC.

Figure 3.4: The channel deadlock problem in a multi-channel MAC.

channels. Once a host completes its transmission, the channel will be released. Second,
we assume that the MANET is given a fixed number of channels, which is independent
of the network size, topology, and degree. Third, we do not assume any form of clock
synchronization among mobile hosts.

We first describe our channel model. The overall bandwidth is divided into one control
channel and n data channels Dy, Ds,...,D,. This is exemplified in Fig. 3.5, based on a
FDMA model. (If CDMA is used, the control channel may occupy one or more codes.) Each
data channel is equivalent and has the same bandwidth. The purpose of the control channel
is to resolve the contention on data channels and assign data channels to mobile hosts. Data
channels are used to transmit data packets and acknowledgements. Each mobile host is

equipped with two half-duplex transceivers, as described below.

e control transceiver: This transceiver will operate on the control channel to exchange

control packets with other mobile hosts and to obtain rights to access data channels.
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Figure 3.5: The channel model of our DCA protocol.

e data transceiver: This transceiver will dynamically switch to one of the data channels

to transmit data packets and acknowledgements.
Each mobile host, say X, maintains the following data structure.

e CUL] ]: This is called the channel usage list. Each list entry CUL[i] keeps records of

when a host neighboring to X uses a channel. CULJi| has three fields:

— CULJi].host: a neighbor host of X.
— CULJi].ch: a data channel used by CU L[i].host.

— CULJi].rel_time: when channel CU L[i].ch will be released by CU L[i].host.

Note that this CUL is distributedly maintained by each mobile host and thus may not

contain the precise information.
e FCL: This is called the free channel list, which is dynamically computed from CUL.

The main idea of our protocol is as follows. For a mobile host A to communicate with
host B, A will send a RTS (request-to-send) to B carrying its FCL. Then B will match
this FCL with its CUL to identify a data channel (if any) to be used in their subsequent
communication and reply a CTS (clear-to-send) to A. On receiving B’s CTS, A will send a
RES (reservation) packet to inhibit its neighborhood from using the same channel. Similarly,
the CTS will inhibit B’s neighborhood from using that channel. All these will happen on the
control channel. Finally, a data packet will be transmitted on that data channel.

The complete protocol is shown below. Table 3.2 lists the variables/constants used in our

presentaiton.
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Table 3.2: Meanings of variables and constants used in our protocol.

Tsirs

length of short inter-frame spacing

Tprrs

length of distributed inter-frame spacing

Trrs

time to transmit a RTS

Ters

time to transmit a CTS

TrEs

time to transmit a RES

TCUT‘T‘

the current clock of a mobile host

Tack

time to transmit an ACK

NAVgrs

network allocation vector on receiving a RTS

NAVers

network allocation vector on receiving a CTS

NAVRrEs

network allocation vector on receiving a RES

Lq

length of a data packet

length of a control packet (RTS/CTS/RES)

bandwidth of a data channel

bandwidth of the control channel

maximal propagation delay

1. On a mobile host A having a data packet to send to host B, it first checks whether the

following two conditions are true:

a) B is not equal to any CU L[i].host such that

CULIi].rel_time > Teyrr + (Tprrs + Trrs + Tsirs + Ters)-

If so, this means B will still be busy (in using data channel CU L[i].ch) after a

successful exchange of RTS and CTS packets.

b) There is at least a channel D; such that for all i

(CULi).ch = D;) =

(CUL[i]-rel-time < Teyrr + (Tp1rs + Trrs + Tsirs + Tors))-
Intuitively, this is to ensure that D; is either not in the CUL or in CUL but will

be free after a successful exchange of RTS and CTS packets. (Fig. 3.6 shows how

the above timing is calculated.)

Then A puts all D;’s satisfying condition b) into its F'CL. Otherwise, A must wait at

step 1 until these conditions become true.
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Figure 3.6: Timing to determine whether a channel will be free after a successful exchange
of RTS and CTS packets.

2. Then A can send a RT'S(FCL, Lg) to B, where Ly is the length of the yet-to-be-sent
data packet. Also, following the IEEE 802.11 style, A can send this RTS only if there
is no carrier on the control channel in a Tph;rg plus a random backoff time period.

Otherwise, it has to go back to step 1.

3. On a host B receiving the RT'S(FCL, Lg) from A, it has to check whether there is any
data channel D; € FCL such that for all 4:

(CUL[i].ch = Dj) = (CUL[i].rel_time < Teyrr + (Ts1rs + Tors))-

If so, Dj is a free channel that can be used. Then B picks any such D; and replies a

CTS(Dj,NAVCTs) to A, where
NAVopg = Ld/Bd + Tack + 27.

Then B tunes its data transceiver to D;. Otherwise, B replies a CTS(T¢s) to A, where
Test is the minimum estimated time that B’s C'UL will change minus the time for an

exchange of a CTS packet:

Test = min{Vi, CUL[i].rel_time} — Teyrr — Tsirs — ToTs.-

4. On an irrelevant host C' # B receiving A’s RT'S(FCL, L), it has to inhibit itself from

using the control channel for a period

NAVgrs = 2Tsrrs + Ters + Tris + 27
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This is to avoid C' from interrupting the RTS — CTS — RES dialogue between A and
B.

5. Host A, after sending its RTS, will wait for B’s CTS with a timeout period of T'srrg +
Ters + 27. If no CTS is received, A will retry until the maximum number of retries is

reached.
6. On host A receiving B’s CT'S(Dj, NAVcrs), it performs the following steps:
a) Append an entry CUL[k] to its CU L such that

CULlk).host = B
CUL[k).ch = D,

CULIk).reltime = Teyr + NAVers

b) Broadcast RES(Dj, NAVrgs) on the control channel, where

NAVgEs = NAVers — Tsrrs — TrEs

c) Send its DATA packet to B on the data channel D;. Note that this steps happens

in concurrent with step b).

On the contrary, if A receives B’s CTS(Tes), it has to go back to step 1 at time
Teurr + Test or when A knows that there is a newly released data channel, whichever

happens earlier.

7. On an irrelevant host C' # A receiving B’s CTS(D;, NAVcrs), C updates its CU L.

This is the same as step 6a) except that

CULIk).rel_time = Teyrr + NAVers + 7.

On the contrary, if C receives B’s CTS(Tes), it ignores this packet.
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8. On a host C receiving RES(Dj, NAVggs), it appends an entry CUL[k] to its CUL

such that:

CUL[k).host = A
CUL[kl.ch = Dj

CULIk).reltime = Ty + NAVrES

9. On B completely receiving A’s data packet, B replies an ACK on D;.

To summarize, our protocol relies on the control channel to assign data channels. Because
of the control channel, the deadlock problem can be avoided. For the same reason, the missing

RTS/CTS and the hidden-terminal problems will be less serious.

3.4 Analysis and Simulation Results

3.4.1 Arrangement of Control and Data Channels

One concern in our protocol is: Can the control channel efficiently distribute the communi-
cation job to data channels? For example, in Fig. 3.7, we show an example with 5 channels
(1 for control and 4 for data). For simplicity, let’s assume that the lengths of all control
packets (RTS, CTS, and RES) are L., and those of all data packets Ly = 9L.. Fig. 3.7
shows a scenario that the control channel can only utilize three data channels D;, Dy, and
Ds. Channel Dy may never be used because the control channel is already fully loaded.
The above example indicates the importance of the relationship between control and data

channels. In this chapter, we consider two bandwidth models.

e fized-channel-bandwidth: Each channel has a fixed bandwidth. Thus, with more chan-

nels, the network occupies more bandwidth.

e fized-total-bandwidth: The total bandwidth offered to the network is fixed. Thus, with

more channels, each channel shares less bandwidth.

Now, let’s consider the relationship of the bandwidths of control and data channels. We

investigate the fixed-channel-bandwidth model first. Since the control channel can schedule
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Figure 3.7: An example that the control channel is fully loaded and the data channel Dy is
not utilized.

a data packet by sending at least 3 control packets, the maximum number of data channels
should be limited by

Ly

< .
=35I,

(3.1)

Also, consider the utilization U of the total given bandwidth. Since the control channel is

actually not used for transmitting data packets, we have

n
U < . 3.2
“n+1 (32)
From Eq. (3.1) and Eq. (3.2), we derive that
d Ly
— < n< U< — . 3.3
1—U - ">3x1I, = 3% Lo+ Ly (3:3)

The above inequality implies that the maximum utilization is a function of the lengths of
control and data packets. Thus, decreasing the length of control packets or increasing the
length of data packets will improve the utilization. Also, since the maximum utilization is
only dependent of L; and L., it will be unwise to unlimitedly increase the number of data
channels.

Next, we investigate the fixed-total-bandwidth model. Suppose that we are given a fixed
bandwidth. The problems are: (i) how to assign the bandwidth to the control and data
channels, and (ii) how many data channels (n) are needed, to achieve the best utilization.

Let the bandwidth of the control channel be B, and that of each data channel By. Again,
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the number of data channels should be limited by the scheduling capability of the control

channel:
Lq/Bq
—_— 3.4
"= 3% L./B. (34)
Similarly, the utilization U must satisfy
n X Bd (3 5)
“nXBg+ B ' '
Combining Eq. (3.4) and Eq. (3.5) gives
UB LyB L
%SngLﬁUéid. (3.6)
B;—UBy 3 x L.By 3x L.+ Ly

Interestingly, this gives the same conclusion as that in the fixed-channel-bandwidth model.
The bandwidths B. and By have disappeared in the above inequality, and the maximum
utilization is still only a function of the lengths of control and data packets. Thus, decreasing
the length of control packets or increasing the length of data packets will improve the uti-
lization. To understand how to divide the bandwidth, we replace the maximum utilization
into Eq. (3.5), which gives

L X B B 3L
d ___"rod  _, TJe 2 (3.7)
3X L.+ Ly n X By + B, nBy Lyg

Thus, to achieve the best utilization, the ratio of the control bandwidth to the data bandwidth
should be 3L./L,4. Theoretically, since the maximum utilization is independent of the value
of n, as long as the above ratio (3L./Lg) is used, it does not matter how many data channels
are used.

Finally, we comment on several minor things in the above analysis. First, if the control
packets are of different lengths, the 3L, can simply be replaced by the total length of RTS,
CTS, and RES. Second, since the Ly has included the length of an ACK packet (say, k), the
actual data packet length should be Ly — k. Third, we did not consider many protocol factors
(such as propagation delay, SIFS, DIFS, collision, backoffs, etc.) in the analysis. In reality,
the above utilization may be further lowered down. In the next section, we will investigate

this through simulations.
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3.4.2 Experimental Results

We have implemented a simulator to evaluate the performance of our DCA protocol. We
mainly used SM as a reference for comparison. Also, note that when there is only one
channel, SM is equal to IEEE 802.11. Two hundred mobile hosts were generated randomly
in a physical area of size 100x100. Each mobile host had a roaming pattern as follows. It
first moved in a randomly chosen direction at a randomly chosen speed for a random period.
After this period, it made the next roaming based on the same model. Packets arrived at
each mobile host with an arrival rate of A packets/sec. For each packet arrived at a host, we
randomly chose a host at the former’s neighborhood as its receiver.

In our simulation, both of the earlier bandwidth models are used. There are two perfor-

mance metrics:

Packet_Length * No_Successful_Packets
Total_Time
Packet_Length * No_Successful_Packets
Total_Time * No_Channels

Throughput =

Utilization =

The former will be more appropriate to evaluate the performance under the fixed-channel-
bandwidth model, while the latter more appropriate under the fixed-total-bandwidth model.
Note that the No_Channels includes both control and data channels.

The parameters used in our simulations are listed in Table 3.3. In the following, we
present our simulation results from 4 aspects. Note that except in part C, each control and
data channel is of the same bandwidth. If the fixed-channel-bandwidth model is assumed,
each channel’s bandwidth is 1 Mbits/sec. If the fixed-total-bandwidth model is assumed, the
total bandwidth is 1 Mbits/sec.

A) Effect of the Number of Channels: In this experiment, we change the number of
channels to observe its effect. Fig. 3.8 shows the result under the fixed-channel-bandwidth
model. We observe that the throughput of SM will increase as more channels are used.
Similar to SM, the throughput of our DCA increases as more channels are used, but will
saturate at round 11 channels, after which points using more channels is of little help. This is

because we used Lg/ L, = 30 in this simulation, so using more than ((Ld+ Lc)/3Lc)+1 = 11.3
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Table 3.3: Simulation parameters.

number of mobile hosts 200
physical area 100x100
transmission range (for exp. A, B, C only) 30
max. no. of retrials to send a RTS 6
length of DIFS 50 usec
length of SIFS 10 psec
backoff slot time 20 psec
signal propagation time D usec
control packet length L, 300 bits
data packet length Ly a multiple of L,

channels is unnecessary (see Eq. (3.1)). As comparing these two protocols, we see that below
the saturation point (11 channels), DCA can offer significantly more throughput than SM.
However, with more than 11 channels, DCA will be less efficient than SM. This is because the
control channel is already fully loaded and can not function well to distribute data channels

to mobile hosts.

Another point to be made is that at high load, DCA will suffer less degradation than SM.
There are two reasons. The first reason is that DCA separates control from data channels. In
802.11-like protocols, a RTS/CTS dialogue is not guaranteed to be heard by all neighboring
hosts due to collision. Thus, any “innocent” host who later initiates a RTS/CTS will corrupt
others’ on-going data packets (an analysis on this can be found in [17]). Separating control
and data channels will relieve this problem. The second reason is that DCA uses multiple
data channels. Using multiple data channels can further reduce the possibility of data packet
collisions incurred by incorrect RT'S/CTS/RES dialogues (by “incorrect”, we mean that some
of the RT'S/CTS/RES packets are collided/corrupted at some hosts, making them mistakenly
choose the same data channel at the same time; a larger number of data channels will dilute

such probability).

Fig. 3.9 shows the same simulation under the fixed-total-bandwidth model. Note that we
use utilization to compare the performance. We see that the utilization of SM decreases as

more channels are used. This is perhaps because of the short of flexibility in static channel
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Figure 3.8: Arrival rate vs. throughput under the fixed-channel-bandwidth model with dif-
ferent numbers of channels. (The number following each protocol indicates the number of
channels, including control and data ones, used in the corresponding protocol.)

assignment. On the contrary, the best utilization of our DCA appears at around 4 channels.
The peak performance is about 15% higher than SM-1 (i.e., IEEE 802.11). Also, at high
load, our DCA will suffer less degradation than SM. With more channels, our DCA will
degrade significantly. As analyzed in Section 3.4.1, the best utilization should happen at

nBBCd = 3LL; = %. This implies that using n = 10 channels is the best choice. The reason

for the deviation is that the duration of a successful RTS/CTS/RES dialogue will actually
take longer than 3L., due to many factors such as DIFS, SIFS, signal propagation time,

unexpected contention, collision, and backoff time.

B) Effect of Data Packet Length: As observed in the previous experiment, the performance
of our DCA protocol will be limited by the capability of the control channel. One possibility
is to increase the length of data packets so as to reduce the load on the control channel.
Here, we test 6, 11, 21, 41, and 81 channels, with Ly/L. = 30,60,120, and 240. Fig. 3.10

shows the throughput under the fixed-channel-bandwidth model. According to Eq. (3.1),
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Figure 3.9: Arrival rate vs. utilization under the fixed-total-bandwidth model with different
numbers of channels.

when Lg/L. = 30,60,120, and 240, it is unnecessary to have more than 11, 21, 41, and 81
channels, respectively. This is why in Fig. 3.10(a) we see that when Ly/L. = 30, increasing
from 11 channels to 21 channels does not have much improvement on the throughput. If we
further increase the ratio Ly/L., as shown in Fig. 3.10(b), (c), and (d), the throughput will
saturate at larger numbers of channels. This implies that given more channels, we should

appropriately adjust the data packet length so as to obtain a better performance.

Looking from another prospect, we may ask: given a fixed total bandwidth and a fixed
packet length, how many data channels should be used. In Fig. 3.11, assuming Lg4/L. =
30,120 and 480, we show the maximum utilization under different numbers of channels. The

results suggest that 4, 5, and 6 channels should be used in these cases, respectively.

C) Effect of the Bandwidth of the Control Channel: Another way to relieve the load on
the control channel is to increase its bandwidth. In this simulation, we use the fixed-total-

bandwidth model with L;/L. = 30. We assume a total bandwidth of 1 Mbits/sec and divide
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Figure 3.10: Arrival rate vs. throughput under the fixed-channel-bandwidth model at differ-
ent Ly/L. ratios (Ci-Rj means using i channels, including control and data ones, with ratio

Ld/Lc = .7)
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Figure 3.11: Number of channels vs. maximum utilization under the fixed-total-bandwidth
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it into 11 channels. Then we assign ¢ channels as data channels, and j channels as control
ones, where i + j = 11. These j control channels are collectively used as one channel (thus,
the transmission speed is j times faster). The result is in Fig. 3.12. Thus, given a CDMA

system with 11 codes, using 3 or 4 codes for control will be most beneficial.

D) Effect of Host Density: In all the earlier experiments, we have used a transmission
range T' = 30 for each mobile host. In this experiment, we vary T to observe the effect.
Intuitively, a larger T means a more crowded environment. Note that when T = 100v/2,
the network is fully connected. Fig. 3.13 shows the result under the fixed-channel-bandwidth
model with Ly/L. = 240 and a total of 6, 11, and 21 channels (note that control always
occupies one channel). We see that the maximum throughput will increase as T decreases.
This is reasonable because a smaller 7' means higher channel reuse. As comparing different
numbers of channels, we see that in a more crowded environment, using more channels is
more beneficial. Thus, our DCA protocol is more useful in a more crowded environment.

This shows the practical value of our result.
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3.5 Summaries

In this section, we have proposed a new multi-channel MAC protocol based on an on-demand
channel assignment concept. The number of channels required is independent of the network
size, degree, and topology. There is no form of clock synchronization used. These features
make our protocol more appropriate for MANETSs than existing protocols. We solve the
channel assignment and medium access problems in an integrated manner in one protocol.
The hardware requirement is two transceivers per mobile host. Simulation results have justi-
fied the merit of our protocol under both fixed-channel-bandwidth and fixed-total-bandwidth
models. The result for the fixed-channel-bandwidth model is particularly interesting for
the currently favorable CDMA technology. Another noticeable discussion in this chapter
is the missing-RTS, missing-CTS, hidden-terminal, exposed-terminal, and channel deadlock
problems, which may behave differently in a multi-channel environment as opposed to a
single-channel environment. We are currently working on extending our access mechanism
to a reservation one (such as reserving a train of data packets, so as to relieve the load on

the control channel).



Chapter 4

Multi-Channel M AC Protocol with
Power Control

In a MANET, one essential issue is MAC, which addresses how to utilize the radio spectrum
efficiently and to resolve potential contention and collision among mobile hosts on using the
medium. Existing works have dedicated to using multiple channels [11, 16, 17, 19, 23, 28, 34,
37, 52, 54, 67] and power control [15, 20, 39, 74] to improve the performance of MANET. In
this chapter, we investigate the possibility of bringing the concepts of power control and multi-
channel medium access together in the MAC design problem in a MANET. Existing protocols
only address one of these issues independently. The proposed protocol is characterized by
the following features: (i) it follows an “on-demand” style to assign channels to mobile hosts,
(ii) the number of channels required is independent of the network topology and degree, (iii)
it flexibly adapts to host mobility, (iv) no form of clock synchronization is required, and (v)
power control is used to exploit frequency reuse. Power control may also extend battery
life and reduce signal interference, both of which are important in wireless communication.

Through simulations, we demonstrate the advantage of our new protocol.

4.1 Introduction

This section concerns MAC (medium access control) in a MANET. A MAC protocol should
address how to resolve potential contention and collision on using the communication medium.

Many MAC protocols which assume a single-common channel to be shared by mobile hosts
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have been proposed [12, 21, 39, 41, 48, 49]. We call such protocols single-channel MAC. A
standard that has been widely accepted based on the single-channel model is the IEEE 802.11
[3]. One common problem with using a single channel is that the network performance will
degrade seriously as the number of mobile hosts increases, due to higher contention/collision.

There are two directions that may increase the performance of a MANET. The first
direction is to use a more complicated multiple access mechanism. For example, the MAC
protocol in [17, 31] empowers mobile hosts to send busy tones so as to emulate the collision
detection function as that in wired Ethernet. Another example is the MAC protocol in [84],
which integrates power control to increase channel reuse.

The second direction is to empower a mobile host to access multiple channels. For ex-
ample, consider the currently hot CDMA technology; this may mean that a mobile host can
utilize multiple codes simultaneously, or dynamically switch from one code to another as
needed. We thus define a multi-channel MAC protocol as one with such capability. Using
multiple channels has several advantages. First, while the maximum throughput of a single-
channel MAC protocol will be limited by the bandwidth of the channel, the throughput may
be increased immediately if a host is allowed to utilize multiple channels. Second, as shown in
[6, 54], using multiple channels will experience less normalized propagation delay per channel
than its single-channel counterpart, where the normalized propagation delay is defined to be
the ratio of the propagation time over the packet transmission time. Therefore, this reduces
the probability of collisions. Third, since using a single channel is difficult to support quality
of service (QoS), it is easier to do so by using multiple channels [50].

In this section, we treat channels in a logical level. A channel could be a code under
the CDMA technology, or a frequency band under the FDMA technology. Disregarding the

technology used, we can categorize a mobile host’s transmission capability as follows:

e single-transceiver: A mobile host can only access one channel at a time. However,
note that this is not necessarily equivalent to the single-channel model, because the
transceiver is still capable of switching from one channel to another channel. (Under

current technology, it is possible for a transceiver to switch from one channel to another
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at a short time period of 1usec [2, 22].) The transceiver can be simplex or duplex.

e multiple-transceiver: Each transceiver could be simplex or duplex. A mobile host can

concurrently access multiple channels at the same time.

In this section, we try to bring the concepts of power control and multi-channel medium
access together in the MAC design problem in a MANET. Existing protocols only address one
of these issues independently (see Section 4.2 for detailed reviews). We propose a new multi-
channel MAC protocol with power control when using channels. Our protocol is characterized
by the following features: (i) it follows an “on-demand” style to access the medium and thus
a mobile host will occupy a channel only when necessary, (ii) the number of channels required
is independent of the network topology, and (iii) no form of clock synchronization is required.
On the contrary, most existing protocols assign channels to a host statically even if it has
no intention to transmit [11, 34, 37], require a number of channels which is a function of the
maximum connectivity [11, 23, 34, 37], or necessitate a clock synchronization among all hosts

in the MANET [37, 67].

Simulation results are presented. Issues investigated include the effects of the number of
available channels, the length of packets, the density of mobile hosts, the number of power
levels, and the mobility of mobile hosts. The results show that our protocol is very promising

to improve the performance of a MANET.

The rest of this chapter is organized as follows. Some reviews on multi-channel medium
access and power control are in Section 4.2. Section 4.3 presents our new multi-channel MAC

protocol. Simulation results are given in Section 4.4. Conclusions are drawn in Section 4.5.

4.2 Reviews

In this section, we review existing MAC protocols that address the issues of multi-channel

access control and power control.
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4.2.1 Multi-Channel MAC Protocols

A multi-channel MAC protocol typically needs to address two issues: channel assignment
(or code assignment) and medium access. The former is to decide which channels to be used
by which hosts, while the later is to resolve the contention/collision problem when using a
particular channel. There already exist many related works [11, 16, 17, 19, 23, 28, 34, 37, 52,
54, 67, 84] in the literature.

References [11, 16, 19, 34, 52] are for channel assignment in a traditional packet radio
network, and thus may not be appropriate for a MANET, which has mobility. Two IEEE
802.11-like protocols are proposed in [17, 84|, which separate control traffic and data traffic
into two distinct channels. However, this is a special case because only one data channel
is allowed. A scheme based on Latin square is proposed in [37], which assumes a TDMA-
over-FDMA technology. The channel assignment is static, and to achieve TDMA, a clock
synchronization is necessary (which is difficult, especially for a large-scale MANET). Further-
more, a number of transceivers which is equal to the number of frequency bands is required,
which is very costly. The protocol in [28] also assigns channels statically. It is assumed that
each host has a polling transceiver and a sending transceiver. The polling transceiver hops
from channel to channel to poll potential senders. Once polled, an intending sender will use
its sending transceiver to transmit its packets. How to assign channels to mobile hosts is
not addressed in that work. The drawbacks include long polling time and potential collisions
among polling signals. The protocol [23] assigns channels to hosts dynamically. It mandates
that the channel assigned to a host must be different from those of its two-hop neighbors.
To guarantee this property, a large amount of update messages will be sent whenever a host
determines any channel change on its two-hop neighbors. This is inefficient in a highly mobile
system. Further, this protocol is “degree-dependent” in that it dictates a number of channels
of an order of the square of the network degree. So the protocol is inappropriate for a crowded
environment.

A “degree-independent” protocol called multichannel-CSMA protocol is proposed in [54].

Suppose that there are n channels. The protocol requires that each mobile host have n re-



4.2 Reviews 61

ceivers concurrently listening on all n channels. On the contrary, there is only one transmitter
which will hop from channel to channel and send on any channel detected to be idle. Again,
this protocol has high hardware cost, and it does not attempt to resolve the hidden-terminal
problem due to lack of the RTS/CTS-like reservation mechanism. A hop-reservation MAC
protocol based on very-slow frequency-hopping spread spectrum is proposed in [67]. The pro-
tocol is also degree-independent, but requires clock synchronization among all mobile hosts,

which is difficult when the network is dispersed in a large area.

A multi-channel MAC protocol called DCA (Dynamic Channel Assignment) was proposed
in [80] by the same authors. This protocol is also degree-independent, and does not require
any form of clock synchronization among mobile hosts. As a sequel of that work, in this
chapter we try to integrate the concept of power control into the DCA protocol in [80].
Through this study, we hope to understand how much more benefit can be obtained on top

of the DCA protocol.

4.2.2 MAC Protocols with Power Control

Using power control may bring several advantages. First, the precious battery energy of
portable devices may sustain for longer time. Second, it may reduce co-channel interference
with neighboring hosts (for example, the near-far problem in CDMA systems, which can
severely reduce the network throughput, can be relieved by power control significantly).
Third, it may increase channel reuse in a physical area. For example, consider Fig. 4.1(a),
where a communication from A to B is ongoing. The communication from C to D can not
be granted because A’s signal will interfere D. Similarly, the communication from E to F can
not be granted because E can hear A’s signal too. However, as shown in Fig. 4.1(b), if we can
properly tune each transmitter’s power level, all communication pairs can coexist without

any interference.

A simple power control mechanism is suggested in [84]. Suppose mobile hosts X and Y

want to exchange with each other one packet. Let X send a packet with power P, which is
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Figure 4.1: Transmission scenarios: (a) when there is no power control, and (b) when there
is power control.

heard by Y with power P,. According to [77], the following equation holds:

>\ n
P = Pt(m) 9tGr, (4.1)

where A is the carrier wavelength, d is the distance between the sender and the receiver, n is
the path loss coefficient, and ¢g; and g, are the antenna gains at the sender and the receiver,
respectively. Note that A, g;, and g, are constants in normal situations. The value of n is
typically 2, but may vary between 2 and 6 depending on the physical environment, such as
the existence of obstacles. Now suppose that Y wants to reply a packet to X such that X

receives the packet with a designated power Px. Then Y'’s transmission power satisfies:
>\ n
Py = PX(?) gigr- (4.2)

Although the values of the environment-dependent parameters d and n are unknown, one
important property is that during a very short period, the their values can be treated as

constants. Thus, we can divide Eq. (4.2) by Eq. (4.1), which gives

Py Py
2= 4.3
P~ (4.3)

Then Y can determine its transmission power Py if the other powers are known.

The MACA [39] also suggests a power control mechanism for a distributed environment.
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The basic idea is similar to the above formulation, but a host will gradually tune its trans-

mission power to achieve this goal.

4.3 Our Multi-Channel M AC Protocol with Power Control

4.3.1 Basic Idea

Our multi-channel MAC protocol is called DCA-PC (dynamic channel assignment with power
control). This is an extension of our earlier DCA protocol in [80], which does not take
power control into consideration. The DCA-PC protocol will resolve three problems, channel
assignment, medium access, and power control, in an integrated manner. It is characterized
by the following features. First, it dynamically assigns channels to mobile hosts in an “on-
demand” manner. Whenever a host needs a channel, it will go through a RTS/CTS/RES
dialogue to grab a channel. Once it completes its transmission, the channel will be released.
Second, because of this on-demand feature, we can assume that the number of channels given
to the network is a fixed number, which is independent of the network size, topology, and
degree. Third, we do not assume any form of clock synchronization among mobile hosts.
Our channel model is as follows. The overall bandwidth is divided into one control channel
and n data channels Dy, Do, ..., D,. The purpose of the control channel is to assign data
channels to mobile hosts and to resolve the potential contention in using data channels. Data
channels are used to transmit data packets and acknowledgements. Each mobile host is

equipped with two half-duplex transceivers:

e control transceiver: 1t operates on the control channel to exchange control packets with

other mobile hosts and to obtain rights to access data channels.

e data transceiver: It dynamically switches to one of the data channels to transmit data

packets and acknowledgements.

The notion behind our power control is as follows. The data channels will always be
used with proper power control so as to exploit channel reuse. However, control packets (the

RTS/CTS/RES dialogue) will always be sent using the maximum power Py, because the
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major responsibility of control packets is to warn the neighboring environment of the future
communication activity between the sender and the receiver.

We will assume that each mobile host A keeps an array called POW ER]...]. For each
host id neighboring to A, the entry POW ER|[id] registers the level of power that should be
used by A when sending a data packet to host ¢d. For ease of presentation, we will assume
POW ER]Jid] = oo if host id is no longer a neighbor of A. The value of POW ERJid] can be
dynamically adjusted if A always monitors the communications around itself on the control
channel, no matter the packets are intending for it or not (this is necessary in our protocol
because the control channel is to serve this purpose). Then the formulation in Section 4.2.2
can be used to tune the value of POW ERJ[id]. That is, we can used the receive power level of
a control packet from host id to determine the power level POW ERJ[id] by which A can send
a data packet to host ¢d. Note that since control packets are always transmitted with the
maximum power Py,q., we can replace the parameter P; in Eq. (4.3) by the constant P,,q,.
Also, let Pp,;, be the minimum power level that a mobile host can distinguish signals from
noises. We can replace the expected receive power level Py in Eq. (4.3) by the constant P, .
To reduce the transmission errors, one may also add a constant offset on top of P,,;,. In
addition, a timeout mechanism should be included when A does not hear any communication
from host id for a predefined period of time, in which case A simply sets POW ER][id] to oco.

The above discussion gives a guideline how to set the values in the array POW ER]...].
Other gradual tuning schemes or lower-level hardware-supported mechanisms may also be
used. However, we leave this as an independent issue in this work, and one may incorporate

any power-tuning scheme into our protocol.
4.3.2 The Protocol
Each mobile host, say X, maintains the following data structure.

e CUL] ]: This is called the channel usage list. Each list entry CUL[i] keeps records of

when a host neighboring to X uses a channel. CUL[i] has four fields:

— CULJi].host: a neighbor host of X.
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Table 4.1: Meanings of variables and constants used in our protocol.

Tsrrs length of short inter-frame spacing
Torrs length of distributed inter-frame spacing
Trrs time to transmit a RT'S

Tors time to transmit a CTS

TrES time to transmit a RES

Tewrr the current clock of a mobile host
Tack time to transmit an ACK

N AVgrs | network allocation vector on receiving a RTS

NAVers | network allocation vector on receiving a CTS

NAVggs | network allocation vector on receiving a RES

Ly length of a data packet

L. length of a control packet (RTS/CTS/RES)
By bandwidth of a data channel

B, bandwidth of the control channel

T maximal propagation delay

— CULi].ch: a data channel used by CU L[i].host.
— CULJi].rel_time: when channel CU L[i].ch will be released by CU L[i].host.

— CULJi].int: whether the signals transmitted by CUL[i].host on the data channel
CU Lli].ch will be overheard by X or not.

e POWER]]: Each entry POW ERJ[id] in the array records the level of power by which

X should use when sending a data packet to host id.

e FCL: This is called the free channel list, which is dynamically computed from CUL
and NL.

Now suppose a host A wants to send a data packet to host B. The complete protocol is

shown below. Table 4.1 lists the variables/constants used in our presentation.

1. On a mobile host A having a data packet to send to host B, it first checks whether the

following two conditions are true:
a) B is not equal to any CU L[i].host such that

C’UL[i].Tel_time > Teyrr + (TDIFS +Trrs +Tsrrs + TCTS)-
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Dj | (A,B) Communication |
Sender(A) — 1B [RTS CTS|S[RES B = Backoff

D =DIFS
Receiver(B) [RTS[S|CTS| [RES | S =SIFS
| NAVcrs
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Figure 4.2: Timing to determine whether a channel will be free after a successful exchange
of RTS and CTS packets.

If so, this means that B will still be busy (in using data channel CU L[i].ch) after

a successful exchange of RTS and CTS packets.
b) There is at least a channel D; such that for all i

(CUL[i).ch = D;) =
{CUL[i].rel time < Teurr + (Tprrs + Trrs + Tsrs + Tors)} V
((CULIi]-int = 0) A (POW ER[CUL[i].host] > POW ER[B])}

Intuitively, this is to ensure that if D; is currently in use, then either (i) D; will be
freed after a successful exchange of RTS and CTS packets (Fig. 4.2 shows how the
above timing is calculated), or (ii) the signals from host CUL[i].host on channel
D; does not interfere A and the yet-to-be-transmitted signals from A to B will not
interfere host CUL[i].host. Note that condition (ii) is determined by the power

levels for A to send to hosts CUL[i].host and B.

Then A puts all D;’s satisfying condition b) into its F'CL. Otherwise, A must wait at

step 1 until these conditions become true.

2. Then A can send a RT'S(FCL,Ly) to B with power Py, where Ly is the length of
the yet-to-be-sent data packet. Also, following the IEEE 802.11 style, A can send this
RTS only if there is no carrier on the control channel in a Tprrg plus a random backoff

time period. Otherwise, it has to go back to step 1.
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3. On a host B receiving the RT'S(FCL, Lg) from A, it has to check whether there is any
data channel D; € FCL such that for all 4:
(CUL[i).ch = D;) =

{CUL[i].reltime < Teyrr + (Tsrrs + Tors)} V

{(CULJi].int = 0) A (POW ER[CU L[i].host] > POW ER[A])}
If so, Dj is a free channel that can be used by B (the philosophy for the above conditions
is similar to that in Step 2b; we ensure that D; is a free channel after a CTS duration
and the yet-to-be-transmitted signals from B to A will not interfere host CU L[i].host).
Then B picks the first such channel D; and replies a CTS(D;, NAVcrs, Pers) to A,

where

NAVers = Lg/Bg+ Tack + 27

Pors = POWERIA]

Then B tunes its data transceiver to D; waiting for A’s packet. Otherwise, B replies a
CTS(T,s) with power P, to A, where T,y is the minimum estimated time that B’s

CUL will change minus the time for an exchange of a CTS packet:

Test = min{Vi, CU L[i].rel_time} — Teyry — Tsrrs — Tors.

4. On an irrelevant host C' # B receiving A’s RT'S(FCL, L), it has to inhibit itself from

using the control channel for a period
NAVgrs = 2Ts1rs + Tors + TrEs + 27.

This is to avoid C' from interrupting the RTS — CTS — RES dialogue between A and
B.

5. Host A, after sending its RTS, will wait for B’s CTS with a timeout period of Tsrrs +
Ters + 27. If no CTS is received, A will retry until the maximum number of retries is

reached.
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6. On host A receiving B’s CT'S(Dj, NAVcrs, Pors), it performs the following steps:
a) Append an entry CUL[k] to its CUL such that

CULIk).host = B
CUL[kl.ch = D;
CULIk).reltime = Teyr + NAVers

CUL[k.int = 1

b) Broadcast RES(D;, NAVgrgs, Pres) with power P,., on the control channel,

where

NAVgEs = NAVers — Tsrrs — TrEs

Pris = POWER|B]

c¢) Send its DATA packet to B on the data channel D; with power POW ER[B].

Note that this steps happens in concurrent with step b).

On the contrary, if A receives B’s CTS(Test), it has to go back to step 1 at time
Teyrr + Test or when A knows that there is a newly released data channel, whichever

happens earlier.

7. On an irrelevant host C' # A receiving B’s CTS(D;, NAVcrs, Pcrs), C updates its

CUL. This is the same as step 6a) except that

CUL[k].rel time = Teyrr + NAVors +7
{0, if POWER[B) > Pers

CU L[k).int i
1, if POWER[B]| < Pers

On the contrary, if C receives B’s CTS(Tes), it ignores this packet.

8. On a host C receiving RES(D;, NAVggs, Prrs), it appends an entry CULIK] to its
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F oE -----

Figure 4.3: An example of our DCA-PC Protocol.

CUL such that:

CUL[k).host = A
CUL[k].ch = D,

CULIk].reltime = Teyr + NAVirEs
0, if POWER[A] > Ppps

CUL[K].int = -
1, if POWERIA] < Ppps

9. On B completely receiving A’s data packet, B replies an ACK on D; with power
POWERJA].

Below, we show an example of our power control mechanism. In Fig. 4.3, the areas
bounded by dotted circles represent the transmission ranges of the control packets from hosts
A and B. The circles in gray are the transmission ranges of A’s data packet and B’s ACK
packet, respectively. Note that control packets are sent without power control, and data
packets are sent with power control. So the RT'S/CTS/RES dialogue between A and B will
be overheard by hosts C' and D. Now, if host C intends to perform some communication, it
may be allowed to use the data channel that A and B are using if its transmission power is
properly controlled (there will be an entry in C’s data structure such that CUL[k].host = B

and CUL[k].int = 0). If C’s intending receiver is D, D will reject C’s request to use the
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same channel used by A and B (there will be an entry in D’s data structure such that
CUL[k].host = B and CULIk].int = 1). If C’s intending receiver is E, C' will be allowed to
use the same channel that A and B are using (this can be determined by C’s POW ER[B] and
POW ER[E]). E may or may not grant C’s request in using that channel depending on its
neighboring status. However, if C’s intending receiver is F', C' will try to find a channel other
than that used by A and B are using (again, this can be determined by C’s POW ER[B] and
POW ER|F)).

4.4 Simulation Results

We have implemented a simulator to compare the performance of the proposed DCA-PC and

our earlier DCA [84] protocols. In our simulation, we consider two bandwidth models.

e fized-channel-bandwidth: Each channel (data and control) has a fixed bandwidth. Thus,

with more channels, the network can potentially use more bandwidth.

e fized-total-bandwidth: The total bandwidth offered to the network is fixed. Thus, with

more channels, each channel will share less bandwidth.

We comment that the first model may reflect the situation in CDMA, where each code has
the same bandwidth, and we may utilize multiple codes to increase the actual bandwidth of
the network. On the contrary, the second model may reflect the situation in FDMA, where
the total bandwidth is fixed, and our job is to determine an appropriate number of channels
to best utilize the given bandwidth. As a reference point, we also include the performance
of IEEE 802.11 under the fixed-total bandwidth model. The purpose is to see the benefit of
using multiple channels.

The parameters used in our simulations are listed in Table 4.2. Mobile hosts were gener-
ated randomly in a physical area of size 100x100. Each mobile host had a roaming pattern
as follows. It first moved in a randomly chosen direction at a randomly chosen speed for
a random period. After this period, it made the next roaming based on the same model.

Packets arrived at each mobile host with an arrival rate of A packets/sec. For each packet
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Table 4.2: Simulation parameters.

number of mobile hosts (except for part C) 200
no. of power levels (except for part D) 5
max. speed of a mobile host (except for part E) 36 km/hr.
physical area 100x 100
transmission range 30
max. no. of retrials to send a RTS 6
length of DIFS 50 psec
length of SIFS 10 psec
backoff slot time 20 psec
signal propagation time 5 usec
control packet length L. 300 bits
data packet length Ly a multiple of L,

arrived at a host, we randomly chose a host at the former’s neighborhood as its receiver.
If the fixed-channel-bandwidth model is assumed, each channel’s bandwidth is 1 Mbits/sec.
If the fixed-total-bandwidth model is assumed, the total bandwidth is 1 Mbits/sec. Also,
to take signal interference and degradation into consideration, we have used discrete power
levels, as opposed to continuous power levels suggested in the protocol. For example, in more
experiments, we will use 5 levels of power: %, QP%, «ovy Prgz- When transmitting, a
mobile host must choose the smallest power level that is not less than the minimal possible
level to reach its destination. In the following, we present our simulation results from several

aspects.

A) Effect of the Number of Channels: In this experiment, we vary the number of channels
to observe its effect. Fig. 4.4 shows the result under the fixed-total-bandwidth model. As
can be seen, the peek throughput of DCA-PC does outperform that of DCA. One interesting
phenomenon is that although DCA-PC outperforms DCA in most points, the gap between
DCA-PC and DCA actually decreases as more channels are used. In other words, the effect of
power control is less significant as the number of channels is too large (e.g., see the gap at 15
channels). So, under the fixed-total-bandwidth model, one must carefully pick the number of
channels to maximize the benefit of our protocol. This is perhaps because the control channel

is overloaded (it can not function well to distribute data channels to mobile hosts; the reason
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Figure 4.4: Arrival rate vs. throughput under the fixed-total-bandwidth model with different
numbers of channels. (The number following each protocol indicates the number of channels,
including control and data ones, used in the corresponding protocol.)

will become clear from simulation B).

Also, as a reference point, we observe that the performance of IEEE 802.11 is about same
as our DCA and DCA-PC protocols with 7 channels. Using less than 7 channels is beneficial,

but using more than 7 channels is disadvantageous.

Fig. 4.5 shows the same simulation under the fixed-channel-bandwidth model. The trend
of the gap between DCA-PC and DCA is about the same as the earlier case. The only differ-
ence is that when we look at the performance of DCA-PC (or similarly DCA) individually,
the throughput will keep on improving as more channels are used. This is quite reasonable
because under the fixed-channel-bandwidth model, a larger number of channels means more
total bandwidth that can be used potentially. However, the improvement is becoming less
significant as too many channels are used (the reason will become clear from simulation B).

B) Effect of Data Packet Length: As observed in the previous experiment, the gap between
DCA-PC and DCA will become less significant as more channels are used. We speculated
that this is because the control channel is saturated (with too many data channels, the control

channel will be overloaded). One way to verify the conjecture is to increase the length of data
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Figure 4.5: Arrival rate vs. throughput under the fixed-channel-bandwidth model with dif-
ferent numbers of channels.

packets (each successful RTS/CTS/RES dialogue can schedule more data bits to be sent). In
this experiment, we keep the number of channels a constant of 15, and vary the ratio Lg/L.
under the fixed-channel-bandwidth model. The result is in Fig. 4.6, from which we see a clear
trend that a larger ratio Ly/ L. is beneficial. We also observe that the gap between DCA-PC
and DCA actually increases as the ratio Ly/L, increases. This justifies our earlier reasoning.
Also, note that in the experiment we didn’t take transmission error rate into consideration,

so the actual benefit may be saturated at a certain point of Ly/L, ratio.

C) Effect of Host Density: In the earlier experiments, we used a fixed number of 200 hosts.
In this experiment, we vary the number of mobile hosts. The result is in Fig. 4.7, where a
fixed number of 15 channels are used. We see that the gap between DCA and DCA-PC is
slightly larger with more hosts. Since more hosts means a denser environment, this indicates

that power control is more important in crowded area.
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Figure 4.6: Arrival rate vs. throughput under the fixed-channel-bandwidth model at different

Lq/L. ratios (Rj means the ratio Ly/L. = j).
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numbers of mobile hosts. (Di means i mobile hosts.)




4.4 Simulation Results 75

—4A— C3A5 —4A— C15A5
--X----C3A15 A X CI5A15

Throughput (Mbits/sec)
Xl ‘.

Throughput (Mbits/sec)
[3e) W
W (=}

S
X
X
X
X

Power Level Power Level

(a) (b)

Figure 4.8: Number of power levels vs. throughput: (a) 3 channels with L;/L. = 30 and (b)
15 channels with Ly/L. = 120. The number after “A” is the arrival rate (packets/sec/host).
The peak throughput appears at around A5, while the saturated, but stable, throughput
appears at around A15.

D) Effect of the Number of Power Levels: The above simulations all used a fixed number
of 5 power levels. In this experiment, we vary the number of power levels to observe its effect.
Apparently, using more power levels enables a mobile host to transmit with less interference to
its surroundings, thus giving higher channel utilization. Fig. 4.8 (a) and (b) show that using
4 ~ 6 and 2 ~ 3 power levels, respectively, can already deliver a satisfactory throughput. So
it makes not much sense to have too many power levels. This also shows the practical value

of our result.

E) Effect of Host Mobility: In all the above experiments, mobile hosts roam at a speed
randomly chosen between 0 to 36 km/hr. Higher mobility may reduce the effectiveness of
RTS/CTS/RES dialogues (a successful one may be disrupted by an ignorant host with higher
chance). Moreover, with power control, this effect may be magnified, since we have reduced
the power to transmit data packets. In this experiment, we enlarge the maximal speed that

mobile hosts could take. The result is in Fig. 4.9. The trend does show that our DCA-PC
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Figure 4.9: Mobility vs. throughput. The peak throughput appears at around A5, while the
saturated, but stable, throughput appears at around A10.

protocol will degrade slightly faster than the DCA protocol, as reasoned above. Even so,
DCA-PC still outperforms DCA at highly mobile environment (such as 108 km/hr).

4.5 Summaries

We have proposed a new multi-channel MAC protocol that solves the channel assignment,
multiple access, and power control problems in an integrated way. Extensive simulation re-
sults have been conducted, which take many factors, such as channel bandwidth models,
number of channels, data packet length, host density, and host mobility, into consideration.
The result shows a promising direction to improve the performance of MANET. Appar-
ently, the importance of power control is not necessarily limited to the area of MANET.
It is definitely a critical issue in many general aspects of mobile computing and wireless

communication, and deserves further investigation.



Chapter 5

Multi-Channel M AC Protocol with
Location-Aware Channel
Assignment

This chapter considers the channel assignment problem in a MANET which has access to
multiple channels. We propose a scheme called GRID, by which a mobile host can easily
determine which channel to use based on its current location. In fact, following the GSM
style, our GRID spends no communication cost to allocate channels to mobile hosts. We show
that better channel reuse can be obtained with our GRID. To our knowledge, no location-
aware channel assignment approach has been proposed before for a multi-channel MANET.
Since a MANET should operate in a physical area, it is very natural to exploit location
information in such an environment.

We then propose a multi-channel MAC protocol, which integrates GRID. Our protocol
is characterized by the following features: (i) it follows an “on-demand” style to access
the medium and thus a mobile host will occupy a channel only when necessary, (ii) the
number of channels required is independent of the network topology, and (iii) no form of
clock synchronization is required. On the contrary, most existing protocols assign channels
to a host statically even if it has no intention to transmit [11, 34, 37], require a number of
channels which is a function of the maximum connectivity [11, 23, 34, 37], or necessitate
a clock synchronization among all hosts in the MANET [37, 67]. Through simulations, we

discuss several performance issues related to our protocol.
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5.1 Introduction

A MAC (medium access control) protocol is to address how to resolve potential contention and
collision on using the communication medium. Many MAC protocols have been proposed for
wireless networks [12, 21, 39, 41, 49, 48], which assume a common channel shared by mobile
hosts. We call such protocols single-channel MAC protocols. A standard that has been widely
accepted based on the single-channel model is the IEEE 802.11 [3]. One common problem
with such protocols is that the network performance will degrade quickly as the number of
mobile hosts increases, due to higher contention/collision.

One approach to relieving the contention/collision problem is to utilize multiple channels.
The idea of using separate control and data channels was first found in [69], where the authors
propose a protocol that uses only two channels, one control channel and one data channel.
With the advance of technology, empowering a mobile host to access multiple channels is
already feasible. We thus define a multi-channel MAC protocol as one with such capability.
Using multiple channels has several advantages. First, while the maximum throughput of a
single-channel MAC protocol will be limited by the bandwidth of the channel, the throughput
may be increased immediately if a host is allowed to utilize multiple channels. Second, as
shown in [6, 54], using multiple channels will experience less normalized propagation delay
per channel than its single-channel counterpart, where the normalized propagation delay is
defined to be the ratio of the propagation time over the packet transmission time. Therefore,
this reduces the probability of collisions. Third, since using a single channel is difficult to
support quality of service (QoS), it is easier to do so by using multiple channels [50].

Here, we use “channel” upon a logical level. Physically, a channel can be a frequency band
(under FDMA), or an orthogonal code (under CDMA). How to access multiple channels is
thus technology-dependent. Disregarding the transmission technology (FDMA or CDMA),

we can categorize a mobile host based on its capability to access multiple channels as follows:

e single-transceiver: A mobile host can only access one channel at a time. The transceiver

can be simplex or duplex. Note that this is not necessarily equivalent to the single-
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channel model, because the transceiver is still capable of switching from one channel to

another channel.

e multiple-transceiver: Each transceiver could be simplex or duplex. A mobile host can

access multiple channels simultaneously.

In this section, we propose a new multi-channel MAC protocol for MANET that is appli-
cable to FDMA and CDMA technology. A multi-channel MAC typically needs to address two
issues: channel assignment and medium access. The former is to decide which channels to be
used by which hosts, while the later is to resolve the contention/collision problem when using
a particular channel. These two issues are sometimes addressed separately, but eventually
one has to integrate them to provide a total solution. Our channel assignment, called GRID,
is characterized by two features: (i) it exploits location information by partitioning the phys-
ical area into a number of squares called grids, and (ii) it does not need to transmit any
message to assign channels to mobile hosts. Several channel assignment schemes have been
proposed earlier [23, 28, 37, 54, 67], but none of them explore in the location-aware direction.
Our medium access protocol is characterized by the following features: (i) it follows an “on-
demand” style to access the medium and thus a mobile host will occupy a channel only when
necessary, (ii) the number of channels required is independent of the network topology, and
(iii) no form of clock synchronization is required. On the contrary, most existing protocols
assign channels to a host statically even if it has no intention to transmit [11, 34, 37|, require
a number of channels which is a function of the maximum connectivity [11, 23, 34, 37], or
necessitate a clock synchronization among all hosts in the MANET [37, 67]. A detail review
will be given in Section 5.2.1. For an overview, Table 5.1 gives a comparison on existing and
our protocols.

Since a MANET should operate in a physical area, it is very natural to exploit location
information in such an environment. Indeed, location information has been exploited in sev-
eral issues in MANET (such as location-aware routing [42, 43, 44, 47] and location-aware

broadcast [55]), but not on channel assignment. GSM (Global System for Mobile Communi-
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cations) is an instance which uses location information to exploit channel reuse, but MANET
has quite different features (e.g., host has mobility and there is no base station). The avail-
ability of the physical location of a mobile host may be obtained from a positioning device
such as GPS (global positioning systems) receiver attached to the host through an RS-232
port. GPS receivers are appropriate for outdoor use, and the positioning accuracy ranges in
about a few tens of meters. To improve the accuracy, assistance from ground stations can
be applied. Such systems, called differential GPS (DGPS), can reduce the error to less than
a few meters [44]. Recently, the US government ordered to discontinue the SA (Selective
Availability), which intentionally degrades the civilian GPS signals [78]. This is expected to
increase the accuracy of GPS significantly, which further motivates the work in this section.
The price of a GPS module is less than US $100.

The rest of this section is organized as follows. Section 5.2 discusses some existing chan-
nel assignment schemes and our GRID scheme. Section 5.3 presents our MAC protocol by
integrating the GRID assignment. Analysis and simulations are in Section 5.4. Conclusions

will be drawn in Section 5.5.

5.2 Channel Assignment

As mentioned earlier, a multi-channel MAC needs to address two issues: channel assignment
and medium access. In this section, we will consider the channel assignment problem. We will
first review some existing protocols, which are all non-location-aware. Then we will present

our location-aware channel assignment.

5.2.1 Non-Location-Aware Schemes

In this section, we review some channel assignment schemes that do not utilize the location
information of mobile hosts. These schemes can be further divided to static and dynamic.
The simplest static approach is to assign channels to mobile hosts when the system is first
set up. For instance, channel 4 can be statically assigned to those hosts with ID’s such that

i = ID mod n (supposing that we number channels as 0, 1, ... , n —1).
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A scheme based on Latin square is proposed in [37], which assumes a TDMA-over-FDMA
technology. Each channel is divided into fixed-length frames. Each host is statically assigned
to a time slot in each frame belonging to a frequency band. Since TDMA is used, clock
synchronization among all hosts is necessary. Furthermore, each host has to be equipped
with a number of transceivers equal to the number of frequency bands, so this approach is
quite costly. Also, this scheme needs to know in advance the maximum number of mobile

hosts as well as the maximum degree of the topology formed by the MANET.

The schemes in [11, 16, 19, 34, 52] are for channel assignment in the traditional packet
radio network. Partial or even complete network topology has to be collected to perform
channel assignment. These approaches can basically be classified as static, although some can
handle dynamic failure of base stations. Since these schemes are not designed for MANET,

which is typically characterized by high host mobility, they do not fit our need.

A protocol based on dynamic channel assignment is in [23]. It is assumed that the channel
assigned to a host must be different from those of its two-hop neighbors. To maintain this
condition, a large amount of update messages will be sent whenever a host determines any
change on channel assignment in its two-hop neighbors. This is inefficient in a highly mobile
system. Further, this protocol is “degree-dependent” in the sense that it dictates a number
of channels equal to an order of the square of the maximum degree of the MANET. So the

protocol is inappropriate for a crowded environment.

A “degree-independent” protocol called multichannel-CSMA protocol is proposed in [54].
Suppose that there are n channels. The protocol imposes that each mobile host must have
n receivers which concurrently listen on all n channels. Also, there is only one transmitter
which will hop from channel to channel and, if necessary, will send on any detected idle
channel. Again, this protocol has high hardware cost. Further, since no RT'S/CTS is used,
the hidden-terminal problem may easily occur. A hop-reservation MAC protocol based on
very-slow frequency-hopping spread spectrum is proposed in [67]. Its channel assignment
employs RTS/CTS dialogue to reserve a channel. The protocol is also degree-independent

but requires clock synchronization among all mobile hosts, which is difficult when the network
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Table 5.1: Comparison of channel assignment schemes (n is the number of hosts, and m is
the maximum network degree.

scheme assignment | no. channels | info. collected | loc.-aware | assgn. cost | transceivers
[11, 16, 19, 34, 52] static deg.-dep. global no Oo(nF),k>2 1
37 static deg.-dep. none no 0 m
23 dynamic deg.-dep. 2-hop no O(n®) 2
54 dynamic deg.-indep. none no 0 m
67 dynamic deg.-indep. none no O(n) 1
ours dynamic deg.-indep. none yes 0 2

is dispersed in a large area.
In Table 5.1, we summarize and compare existing schemes with our yet-to-be-presented

GRID scheme.

5.2.2 Our Location-Aware Channel Assignment: GRID

Next, we introduce our location-aware channel assignment scheme. The MANET environ-
ment is the same, except that each mobile host must be installed with a positioning device.
For outdoor positioning, we may use GPS (Global Positioning System) receivers. For indoor
positioning, we may use custom-designed short-distance radios, such as the Active Badge [76].
As will be seen later, our approach will assign a channel to a host once the host knows its
current location. As a result, in addition to the positioning cost, there is no communication
cost for our channel assignment (no message will be sent for this purpose).

We will refer to our scheme as GRID. The MANET is assumed to operate in a pre-defined
geographic area. The area is partitioned into 2D logical grids as illustrated in Fig. 5.1.
Each grid is a square of size d x d. Grids are numbered (z,y) following the conventional
zy-coordinate. To be location-aware, a mobile host must be able to determine its current
grid coordinate. Thus, each mobile host must know how to map a physical location to the
corresponding grid coordinate.

Our channel assignment works as follows. We assume that the system is given a fixed

number, n, of channels. For each grid, we will assign a channel to it. When a mobile host is

located at a grid, say (z,y), it will use the channel assigned to grid (z,y) for transmission.
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Figure 5.1: Assigning channels to grids in a band-by-band manner: (a) n = 9 and (b) n = 14.
In each grid, the number on the top is the channel number, while those on the bottom are
the grid coordinate. Here, we number channels from 1 to n.

One can easily observe that if we assign the same channel to two neighboring grids, then
there will be high chance that the transmission activities on these two neighboring grids will
contend, or even interfere, with each other. Thus, we should assign the same channel to grids

that are spatially separated by some distance, but will exploit the largest frequency reuse.

The above formulation turns out to be similar to the channel arrangement in the GSM
system. In the following, we propose a way to assign channels to grids. Let m = [{/n |.
We first partition the grids vertically into a number of bands such that each band contains
m columns of grids. Then, for each band, we sequentially assign the n channels to each row
of grids, in a row-by-row manner. In Fig. 5.1, we illustrate this assignment when n =9 and
n = 14. It can readily be seen that when n is a square of some integer, each channel will be

regularly separated in the area.
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Grid Size vs. Transmission Range

Let r be the transmission range of an antenna. Suppose the value of r is fixed. In this section,

we discuss an important design issue: the relationship between r and the side length of grids,

d. Below, we discuss several possibilities. For simplicity, let’s assume that m = y/n is an

integer.

e d > r: This means many hosts will stay in a grid and thus contend with each other on

one channel. When d = oo, this degenerates to the case of one single channel.

d > 2r/(m—1): This is the case that the transmission activities from two hosts choosing
the same channel will never interfere with each other. As illustrated in Fig. 5.2(a), hosts
A and B (both choosing the same channel) are located in the nearest possible locations,

but their signals will not overlap in any location.

d = 2r/m: This is the case that the transmission activities from two hosts which choose
the same channel and which are each located in the center of a grid will not interfere

with each other. This is illustrated in Fig. 5.2(b).

d = r/m: This represents the minimal value of d such that two hosts (located at the
grid centers) using the same channel will not hear each other. This is illustrated in
Fig. 5.2(c). By simple calculus, we can find that each receiver of these two hosts will

have a probability of 0.396 being interfered by the signals from the other sender.

d =~ 0: This means that the grid size is infinitely small. This degenerates to the case
that a mobile host will randomly choose a channel to transmit its packets, and thus

little channel reuse can be exploited.

The above analysis has indicated a tradeoff. Let’s use the ratio r/d for the discussion. If

the ratio is too large, then the chance of co-channel interference will be high. On the contrary,

if the ratio is too small, although co-channel interference can be reduced, the channel reuse

will be reduced too since a channel will be unavailable in many locations. Thus, we need to

carefully adjust the ratio of r/d so as to exploit the best network performance.
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Figure 5.2: The effect of r/d ratio on channel co-interference when n = 25.

Some Experiments on the r/d Ratio

At this point, it deserves to predict, under ideal situations, how much benefit our location-
aware channel assignment can offer over a non-location-aware one. We developed a simple
simulation without concerning the details of medium access, such as collision, timing, etc.
(this will be explored in Section 5.4). We simulated an area of size 1000 x 1000. On this area,
we randomly generated a sender A and then randomly generated a receiver B in the circle
of radius r = 100 centered at A. A transmitted using a channel selected by two methods:
(i) a static one based on host ID (referred to as static channel assignment, or SCA), and
(ii) our GRID approach. We then repeated this process to generate more sender-receiver
pairs. However, for each pair generated, we tested whether this transmission will interfere
any earlier ongoing pairs. If so, the current pair will be deleted; otherwise, it will be granted.

Through this ideal experiment, we intend to observe how many more sender-receiver pairs
can be generated in the physical area by GRID than SCA. This will verify whether GRID
has a better channel reuse. Another important issue we would like to explore here is: what
is best ratio r/d to maximize channel reuse?

Fig. 5.3 shows our first experimental results. The x-axis is the number of sender-receiver
pairs generated. The y-axis shows the number of pairs that fail and thus are deleted. For
our GRID, we tested different r/d ratios. Fig. 5.3(a) uses a total number of n = 36 channels,
and Fig. 5.3 (b) uses n = 81. Indeed, some r/d ratios are better than SCA, while some are

worse. In Fig. 5.3(a), we see that the r/d ratios 2.5, 3.0, and 3.5 will outperform SCA, while
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Figure 5.3: Tests of blocked sender-receiver pairs at different r/d ratios: (a) n = 36 and (b)

n = 81.

>
||

<]

© @

« sender
= receiver

(a)

(b)

Figure 5.4: A snapshot of our experiment in Fig. 5.3 when n = 36 and r/d = 3.0: (a)
GRID and (b) SCA. The snapshots are taken on a 1000 x 1000 area, and each circle means

a sender-

receiver pair.
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Figure 5.5: Tests of blocked sender-receiver pairs at various n’s.

in Fig. 5.3(b), the r/d ratios 4.0,4.5, and 5.0 will outperform SCA.

We observe from the above experiments that r/d = 3.0 and 4.5 will give the most numbers
of successful sender-receiver pairs when n = 36 and 81, respectively. This happens to fit the
formula r/d = /n/2 that is illustrated in Fig. 5.2(b), where the two circles from sources
A and B are tangent to each other. This intuitively indicates that at this ratio, it is more
likely that we can place most circles (which represent transmission activities of this channel)
in a physical area, while incurring the least overlapping among circles (which represents co-
channel interference). This is how our GRID can offer better channel reuse. Fig. 5.4 shows a
snapshot in our experiment when n = 36 and r/d = 3.0 on the use of channel 1. Clearly, the
placement of circles by GRID is denser and more regular than that of SCA. At this point,
we should note that this experiment is only based on an ideal situation without considering
the control packets (such as RTS, CTS, and ACK) that might be sent. This will be further

investigated in the later part of this chapter.

In Fig. 5.5, we further vary the value of n to observe the trend. In this figure, we have
picked the best r/d ratio for each n. The number of sender-receiver pairs generated is 2000.
As can be seen, the best ratios are all very close to \/n/2, as we have predicted. Also, with
more channels, there are less pairs being blocked by both GRID and SCA. But the gain of

GIRD over SCA will enlarge as a larger n is used.
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Figure 5.6: The channel model of our protocol under the FDMA technology.

5.3 The MAC Protocol

This section presents the medium access part of our protocol by integrating the channel
assignment part in the previous section. The channel model is as follows. The overall band-
width is divided into one control channel and n data channels Dy, Do, ..., D,. Each channel,
including control and data ones, is of the same bandwidth. The idea of using separate control
and data channels was first found in [69], where the authors propose a protocol that use only
two channels, one control channel and one data channel. This is exemplified in Fig. 5.6,
based on a FDMA model. (If CDMA is used, then each channel owns one CDMA code.
Our protocol is not suitable for TDMA because we don’t employ any form of time synchro-
nization.) the bandwidth of the control channel should be the same as one data channel.
Another possibility is to use multiple CDMA codes as one control. In this case, multiple
transceivers should cooperate together as virtually one control channel. We do not consider
this possibility in this chaper.) The data channels are considered equivalent and thus each
has the same bandwidth. The purpose of data channels is to transmit data packets and
acknowledgements, while that of the control channel is to schedule and synchronize the use
of data channels among hosts.

Each mobile host is equipped with two half-duplex transceivers:

e control transceiver: This transceiver will operate on the control channel to exchange

control packets with other mobile hosts and to obtain rights to access data channels.

e data transceiver: This transceiver will dynamically operate on one of the data channels,
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according to our channel assignment, to transmit data packets and acknowledgements.
Each mobile host X maintains the following data structure.

e CUL] ]: This is called the channel usage list. Each list entry CUL[i] keeps records of

how and when a host neighboring to X uses a channel. CUL[i] has three fields:

— CULIi].host: a neighbor host of X.
— CULi].ch: a data channel used by CU L[i].host.

— CULJi].rel_time: when channel CU L[i].ch will be released by CU L[i].host.

Note that this CUL is distributedly maintained by each mobile host and thus may not contain
the precise information.

The main idea of our protocol is as follows. For a mobile host A to communicate with
host B, A will send a RTS (request-to-send) to B. This RTS will also carry the channel
number that A intends to use in its subsequent transmission. Then B will match this request
with its in CUL[ ] and, if granted, reply a CTS (clear-to-send) to A. All these will happen on
the control channel. Similar to the IEEE 802.11 [3], the purpose of the RT'S/CTS dialogue is
to warn the neighborhood of A and B not to interfere their subsequent transmission, except
that a host is still allowed to use the channels different from that indicated in the RTS and
CTS packets. Finally, transmission of a data packet will occur on the data channel.

The complete protocol is shown below. Table 5.2 lists the variables/constants used in our

presentaiton.

1. On a mobile host A having a data packet to send to host B, it first checks whether the

following two conditions are true:
a) B is not equal to any CU L[i].host such that
CUL[i].rel time > Tewrr + (Tprrs + Trrs + Tsirs + Tors)-

If so, this means B will still be busy (in using data channel CU L[i].ch) after a

successful exchange of RTS and CTS packets.
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Table 5.2: Meanings of variables and constants used in our protocol.

Tsirs

length of short inter-frame spacing

Tprrs

length of distributed inter-frame spacing

Trrs

time to transmit a RTS

Ters

time to transmit a CTS

TCU’!"!‘

the current clock of a mobile host

Tack

time to transmit an ACK

NAVgrs

network allocation vector on receiving a RTS

NAVers

network allocation vector on receiving a CTS

Ly

length of a data packet

L

length of a control packet (RTS/CTS)

By

bandwidth of a data channel

bandwidth of a control channel

maximal propagation delay

| (A,B) Communication

Dj
D| B |RTS

CTS|S|RES

Sender(A)
Receiver(B) [RTS[S[CTS]  [RES]
| NAVcrts
Other | NAVRTs | NAVRES
Time i |
Teurr Trel time

B = Backoff
D =DIFS
S =SIFS

Figure 5.7: Timing to determine whether a channel will be free after a successful exchange

of RTS and CTS packets.

b) Suppose A determines that its current data channel is D 4. Then for each i = 1..n,

(D4 = CUL[i].ch) =

(CUL[i].T’el_time < Teurr + (TDIFS + Trrs + Tsrrs + TCTS))-

If so, this means A’s data channel is either not currently being used by any of its

neighbors, or currently being occupied by some neighbor(s) but will be released

after a successful exchange of RTS and CTS packets. (Fig. 5.7 shows how the

above timing is calculated.)

If the above two conditions are true, proceed to step 2; otherwise, A must wait at step

1 until these conditions become true.
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2. Then A can send a RTS(D4,Lg) to B, where Ly is the length of the yet-to-be-sent
data packet. Also, following the IEEE 802.11 style, A can send this RTS only if there
is no carrier on the control channel in a Tprrs plus a random backoff time period.

Otherwise, it has to go back to step 1.

3. On a host B receiving the RT'S(D 4, Lg) from A, it has to check whether the following

condition is true for each 7 = 1..n:
(D4 = CULJi].ch) = (CUL[i].rel_time < Teyrr + (Tsrrs + ToTs))-

If so, D4 is either not currently being used by any of its neighbors, or currently being
used by some neighbor(s) but will be released after a successful transmission of a CTS

packet. Then B replies a CT'S(D4, NAVers) to A, where
NAVers = Ld/Bd + Trck + 27.

Then B tunes its data transceiver to D 4. Otherwise, B replies a CT'S(T,s) to A, where
Tes: is the estimated time that B’s data channel D4 will change minus the time for an

exchange of a CTS packet:

Test = max{‘v’i = CUL[i].Ch = Dy, C’UL[i].rel_time} —Tewrr — Tsirs — Tors.

4. On an irrelevant host C # B receiving A’s RT'S(D 4, Lg), it has to inhibit itself from

using the control channel for a period
NAVRrrso = Tsirs + Tors + 7.

This is to avoid C from interrupting the RTS — CTS dialogue between A and B.
Then, C senses channel D 4 for a period of 7 to determine whether this communication

is success or not. If so, it appends an entry CU L[k] to its CUL such that:

CUL[k).host = A

CUL[K].ch

D4

CUL[k].rel_time = Ty + NAVrrs1
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where

NAVgrsi = Teyrr + La/Ba + Tack + 7.

. Host A, after sending its RTS, will wait for B’s CTS with a timeout period of Ts;rs +

Tors + 27. If no CTS is received, A will retry until the maximum number of retries is

reached.

. On host A receiving B’s CTS(D s, N AVcrg), it performs the following steps:

a) Append an entry CUL[k] to its CU L such that

CULIk).host = B
CUL[kl.ch = Dy

CULIk).reltime = Teyr + NAVers

b) Send its DATA packet to B on the data channel D 4.

On the contrary, if A receives B’s CT'S(T,s;), it has to wait for a time period T,s and

go back to step 1.

. On an irrelevant host C' # A receiving B’s CTS(D 4, NAVers), C updates its CU L.

This is the same as step 6a) except that

CULIk).rel_time = Teyrr + NAVers + 7.

On the contrary, if C receives B’s CTS(Test), it ignores this packet.

8. On B completely receiving A’s data packet, B replies an ACK on Dy.

To summarize, our protocol relies on the control channel to negotiate the transmissions

among hosts using the same data channel. Also, note that although our protocol will send

timing information in packets, these are only relative time intervals. No absolute time is sent.

So there is no need of clock synchronization in our protocol.
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Figure 5.8: An example that the control channel is fully loaded and the data channel Dy is
not utilized.

5.4 Analysis and Simulation Results

5.4.1 Arrangement of Control and Data Channels

One concern in our protocol is: Can the control channel efficiently distribute the communi-
cation jobs to data channels? For example, in Fig. 5.8, we show an example with 5 channels,
one for control and four for data. For simplicity, let’s assume that the lengths of all control
packets (RTS, and CTS) are L., and lengths of all data packets Ly = 6L.. Then Fig. 5.8
shows a scenario that the control channel can only utilize three data channels D;, Dy, and
D3. Channel Dy may never be used because the control channel can serve at most three data
channels. Although L, is typically larger than L. by an order of at least tens or hundreds, it
still deserves to analyze this issue to understand the limitation.

The above example shows that how to arrange the control and data channels is a critical

issue. In the following, we consider two bandwidth models.

e fized-channel-bandwidth: Each channel (data and control) has a fixed bandwidth. Thus,

with more channels, the network can potentially use more bandwidth.

e fized-total-bandwidth: The total bandwidth offered to the network is fixed. Thus, with

more channels, each channel will have less bandwidth.

We comment that the first model may reflect the situation in CDMA, where each code

has the same bandwidth, and we may utilize multiple codes to increase the actual bandwidth
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of the network. On the contrary, the second model may reflect the situation in FDMA, where
the total bandwidth is fixed, and our job is to determine an appropriate number of channels
to best utilize the given bandwidth.

We will show how to arrange the control and data channels under these models so as
to well utilize a given bandwidth. Let’s consider the fixed-channel-bandwidth model first.
Apparently, since the control channel can arrange a data packet by sending 2 control packets
of total length 2L., the maximum number of data channels should be limited by

Ly
2x L,

n < (5.1)

Also, consider the utilization U of the total given bandwidth. Since the control channel is

actually not used for transmitting data packets, we have

n

U< . 5.2
“n+1 (5:2)
From Eq. (5.1) and Eq. (5.2), we derive that
Ly
—— < n< < ——+————. .
v S"%2x5, VU Soxi. L (5:3)

The above inequality implies that the maximum utilization is a function of the lengths of
control and data packets. Thus, decreasing the length of control packets or increasing the
length of data packets will improve the utilization. Since the maximum utilization is only
dependent of Ly and L., it will be unwise to unlimitedly increase the number of data channels.

Next, we consider the fixed-total-bandwidth model. Suppose that we are given a fixed
bandwidth. The problem is: how to assign the bandwidth to the control and data channels
to achieve the best utilization. Also, how many data channels (n) will be most efficient?
Let the bandwidth of the control channel be B., and that of each data channel B;. Again,
the number of data channels should be limited by the assignment capability of the control
channel:

< La/Ba
=~ 2x L./B.
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Similarly, the utilization U must satisfy

and

_— . 5.5
~—nXxXBg+ B ( )
Combining Eq. (5.4) and Eq. (5.5) gives
UB Ly4B L
%SngLﬁUﬁid. (5.6)
B;—UBy 2 x L.By 2x L.+ Ly

Interestingly, this gives the same conclusion as that in the fixed-channel-bandwidth model.
The bandwidths B, and By have disappeared in the above inequality, and the maximum
utilization is still only a function of the lengths of control and data packets. Thus, decreasing
the length of control packets or increasing the length of data packets may improve the uti-
lization. To understand how to arrange the bandwidth, we replace the maximum utilization
into Eq. (5.5), which gives

L B B 2L
d - NXTd _, Te _ 2 (5.7)
2 X Le+ Ly n X By + B nBy Ly

Thus, to achieve the best utilization, the ratio of the control bandwidth to the data bandwidth
should be 2L./L4. Furthermore, since the maximum utilization is independent of the value
of n, theoretically once the above ratio (2L./Lg) is used, it does not matter how many data
channels that we divide the data bandwidth into. (Thus, one can even adjust the value of n
according to the number of mobile hosts or host density.)

Finally, we comment on several minor things in the above analysis. First, if the control
packets are of different lengths, the 2L, can simply be replaced by the total length of RTS,
and CTS. Second, the Ly has included the length of ACK packets. So the real data packet
length should be Ly minus the length of an ACK packet. Third, we did not consider many
protocol factors (such as propagation delay, SIFS, DIFS, collision, backoffs, etc.) in the
analysis. In reality, these factors will certainly affect the performance. In the next section,

we will explore this through simulations.
5.4.2 Experimental Results

We have implemented a simulator to evaluate the performance of our GRID protocol. We

mainly used the SCA protocol as a reference for comparison. SCA only differs from our GRID
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Table 5.3: Experimental parameters.

physical area 1000x 1000
no. of hosts 400
transmission range r 200
max. no. of retrials to send a RTS 6
length of DIFS o0 psec
length of SIFS 10 psec
backoff slot time 20 psec
control packet length L, 100 bits
data packet length Ly a multiple of L.

in its channel assignment strategy. Specifically, in SCA, there are also a control channel and n
data channels. But each host is statically assigned to a data channel. To use its data channel,
a host must go through a RTS/CTS exchange with its intending receiver before using the
data channel. Since both SCA and GRID use the same channel model and medium access
approach, we believe that the experiment can give a clear indication how much more channel
reuse that GRID can offer. Also, whenever appropriate, we will include the performance of
TEEE 802.11, which is based on a single-channel model, to demonstrate the benefit of using
multiple channels.

The parameters used in our experiments are listed in Table 5.3. Packets arrived at each
mobile host in an Poisson distribution with arrival rate A packet/sec. For each packet arrived
at a host, we randomly chose a host at the former’s neighborhood as its receiver. Both of the
earlier bandwidth models are used. If the fixed-channel-bandwidth model is assumed, each
channel’s bandwidth is 1 Mbps/sec. If the fixed-total-bandwidth model is assumed, the total
bandwidth is 1 Mbps/sec. In the following, we make observations from four aspects.

A) Effect of the r/d Ratios: In this experiment, we change the r/d ratio to observe
the effect. We use n = 16 data channels and Ly/L, = 200. Fig. 5.9 shows the network
throughput under different loads under the fixed-channel-bandwidth model. We can see that
both SCA and GRID have similar throughput curves. When r/d = 0.5, 1.0, and 1.5, our
GRID protocol is worse than the SCA protocol. When r/d > 2.0, our GRID will outperform
SCA. At r/d = 3.5, GRID will deliver the highest throughput, which is about 25% more than
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Figure 5.9: Arrival rate vs. throughput under the fixed-channel-bandwidth model at different
r/d ratios.

the highest throughput of SCA. After r/d > 3.5, GRID will saturate and degrade slightly,
but still outperform SCA. It is worth to mention that according to our earlier ideal analysis
in Section 5.2, the best performance of GRID will appear when r/d = \/n/2 = 2. This ratio
is somewhat smaller than the ratio 3.5 that we obtain here. We believe that this is because
in this experiment we have taken timing into consideration, while in Section 5.2 we have
disregarded this factor. Thus, different sender-receiver pairs may be time-differentiated, and
thus more pairs may coexist. In fact, this is a favorable result to GRID because a higher r/d

ratio means more signal overlapping, and thus higher channel reuse.

Fig. 5.10 shows the similar experiment under the fixed-total-bandwidth model. Again,
the best r/d ratio appears at around 2.5 to 4. The trend is similar to that of the fixed-channel
bandwidth model. Also, as a reference point, this figure contains the performance of IEEE

802.11.

B) Effect of the Number of Channels: In this experiment, we still use Ly/L. = 200, but

vary the number of channels n, to observe its effect. Fig. 5.11 shows the result under the
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Figure 5.10: Arrival rate vs. throughput under the fixed-total-bandwidth model at different
r/d ratios.

fixed-channel-bandwidth model. Note that in this figure we have picked the best r/d ratio
(through experiments) for each given n for our GRID protocol. We see that both SCA’s and
GRID’s throughputs will increase as more data channels are used. This is quite reasonable
because under the fixed-channel-bandwidth model, a larger n means more total bandwidth

being provided. As n enlarges, the gap between GRID and SCA will increase slightly.

Fig. 5.12 shows the same simulation under fixed-total-bandwidth model. The trend is
similar. One important observation is that the best performance for both SCA and GRID
will appear at around n = 4 data channels. With more channels, the throughput will degrade
significantly. Also, as comparing GRID and SCA, we see that when n is too large (e.g.,
n = 49), The gap between GRID and SCA will decrease significantly. This may due to two
reasons: either the control channel is overloaded, or the control channel has not been fully

loaded but there are too few mobile hosts to fully utilize these data channels.

C) Effect of the Lg/L. ratios: As discussed earlier, the performance of GRID will be

limited by the use of the control channel. One way to increase performance is to increase
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Figure 5.12: Arrival rate vs. throughput under the fixed-total-bandwidth model with different
numbers of data channels.
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Figure 5.13: Arrival rate vs. throughput under the fixed-channel-bandwidth model at differ-
ent numbers of data channels: (a) Ly/L. =50 and (b) Lg/L. = 200.

the data packet length in order to reduce the load on the control channel. To understand
this issue, observe Fig. 5.13(a), which assumes Lg/L. = 50 and the number of hosts = 1600
under the fixed-channel-bandwidth model. Comparing the curves in this figure, we see that
there is a large performance improvement between using n = 9 channels and n = 25 channels.
However, the improvement reduces significantly from using n = 25 to using n = 49 channels.
When using n = 100 channels, the gain relative to using n = 49 is very limited (note that
under the fixed-channel-bandwidth model, this means much bandwidth being wasted). To
resolve this problem, in Fig. 5.13(b), we increase Ly/L. to 200. Now the improvements all
enlarge. This has justified our argument. As a result, given an n, one has to wisely adjust

the ratio Lg/L. so as to get the best throughput.

D) Effect of Transmission Error Rates: In the previous experiment, we have made a
strong assumption: the transmission is error-free. To take this into consideration, we further
assume a bit error rate during transmission. Under the fixed-channel-bandwidth model with
n =9 channels, Fig. 5.14(a) and (b) show our simulation results under the transmission bit
error rates of 1076 and 5 x 1075, respectively. Under an error rate of 107%, Ly/L. = 800
has the best maximum throughput. With a larger error rate of 5 x 107%, the best maximum

throughput will appear at the smaller ratio Ly/L. = 400.
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model: (a) bit error rate = 107 and (b) bit error rate = 5 x 10~°.

5.5 Summaries

We have developed a new MAC protocol for multi-channel MANET. Our channel assignment
is characterized by location awareness capability and it incurs no communication cost to per-
form the assignment. Moreover, we have conquered the deficiency in many existing protocols
which require clock synchronization or which dictate a number of channels as a function of the
maximum degree in the MANET topology. Our simulation results have also indicated that
it is worthwhile to consider using multiple channels under both the fixed-channel-bandwidth

model and the fixed-total-bandwidth model.

We believe that there are many future research problems that can be stimulated by
this work in the MANET research society. In our simulations, we have used a number of
data channels (n) which is a square of some integer. Given any n, it will be interesting to
investigate how to assign channels to grids to exploit the best channel reuse. It also deserves
investigating the possibility that channels can be borrowed among grids. Our simulations
have used a circle to model the radio coverage of antennas to determine the best r/d ratio.
In practice, the best ratio may change due to many factors such as shadowing and obstacles.
However, we believe that location information is still very important for channel assignment

in a multi-channel MAC. In the medium access part, we have used only one control channel.
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Other control mechanisms are possible too. As to positioning devices, GPS is widely accepted
for outdoor use. How to integrate with indoor positioning mechanisms (such as [27, 76]) is
a challenging problem. The radio coverage of an antenna in an indoor environment will be
more irregular. One possibility is to pre-assign channels to different locations, and then we

can use location information to assist mobile hosts to choose channels to use.



Chapter 6

Dynamic Channel Allocation MAC
Protocol with Location Awareness

This chapter considers the channel assignment problem in a MANET which has access to
multiple channels. Although a MANET does not have the infrastructure of base stations,
interestingly its channel assignment can be conducted efficiently in a way very similar to that
in cellular systems (such as GSM). In this chapter, we propose a new location-aware channel
assignment protocol called GRID-B (read as GRID with Channel Borrowing), which is a
sequel of our earlier GRID protocol [83]. The protocol assigns channels to mobile hosts based
on the location information of mobile hosts that might be available from the positioning
device (such as GPS) attached to each host. According to our knowledge, no location-
aware channel assignment protocol has been proposed before for MANETSs. Several channel
borrowing strategies are proposed to dynamically assign channels to mobile hosts so as to
exploit channel reuse and resolve the unbalance of traffic loads among different areas (such
as hot and cold spots). We then propose a multi-channel MAC protocol, which integrates
GRID-B. Extensive simulation results are presented to show the advantage of the new GRID-

B protocol.

6.1 Introduction

It this chapter, we propose to resolve the channel assignment problem based on the location

information of mobile hosts. As far as we know, existing works related to channel assignment
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for MANET [37, 54, 67] are all non-location-aware. Since a MANET should operate in a
physical area, it is actually very natural to exploit location information in such an environ-
ment. Indeed, location information has been exploited in several issues in MANET (such as
location-aware routing [42, 43, 44, 47] and location-aware broadcast [55]), but not on channel
assignment. GSM (Global System for Mobile Communications) is an instance which uses
location information (based on a cellular structure) to exploit channel reuse, but MANET
has quite different features (e.g., host has mobility and there is no base station). The avail-
ability of the physical location of a mobile host may be obtained from a positioning device
such as GPS (global positioning systems) receiver attached to the host through an RS-232
port. GPS receivers are appropriate for outdoor use, and the positioning accuracy ranges in
about a few tens of meters. To improve the accuracy, assistance from ground stations can be
applied. Such systems, called differential GPS (DGPS), can reduce the error to less than a
few meters [44]. Recently, a new law has been passed by the US government to eliminate the
SA (Selective Availability) contraint on GPS, which is expected to significantly improve the

positioning accuracy by about an order [78].

The channel assignment protocol proposed in this chapter is called GRID-B (read as GRID
with channel borrowing). Similar to the cellular structure in GSM, the physical area covered
by the MANET is first partitioned into a number of squares called grids. A mobile host, on
needing a channel to communicate, will dynamically compute a list of channels based on the
grid where it is currently located. The list of channels is in fact sorted based on location
information. We propose four strategies for the sorting: sequential-sender-based borrowing,
sequential-receiver-based borrowing, distance-sender-based borrowing, and distance-receiver-
based borrowing. The basic idea is that we will assign to each grid a default channel, and a
list of channels owned by its neighboring grids from which it may borrow. The purpose is
twofold: (i) we dynamically assign channels to mobile hosts so as to take care of the load
unbalance problem caused by differences among areas (such as hot and cold spots), and (ii)
we sort channels based on mobile hosts’ current locations so as to exploit larger channel

reuse. This work is in fact a sequel of our previous work [83], where a protocol called GRID
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was proposed. In GRID, channels are assigned to grids statically, and we find that using a
dynamic assignment in GRID-B can further improve the throughput of channels.

We then propose a medium access protocol, which integrates the above channel assignment
strategies. The MAC protocol is characterized by the following features: (i) it follows an “on-
demand” style to access the medium and thus a mobile host will occupy a channel only when
necessary, (ii) the number of channels required is independent of the network topology, and
(iii) no form of clock synchronization is required. On the contrary, most existing protocols
assign channels to a host statically even if it has no intention to transmit [11, 34, 37|, require
a number of channels which is a function of the maximum connectivity [11, 23, 34, 37],
or necessitate a clock synchronization among all hosts in the MANET [37, 67] Extensive
simulation results are presented to investigate the performance of the proposed protocols.

The rest of this chapter is organized as follows. Section 6.2 discusses our dynamic channel
assignment and borrowing strategies. Section 6.3 integrates our channel assignment strategies
into a MAC protocol. Simulation results are presented in Section 6.4. Conclusions are drawn

in Section 6.5.

6.2 GRID-B: A Dynamic Channel Assignment Protocol

As mentioned earlier, a multi-channel MAC protocol needs to address two issues: channel
assignment and medium access. In this section, we discuss the channel assignment part. We
assume that each mobile host is installed with a positioning device. (For outdoor positioning,
we may use GPS receivers. For indoor positioning, we may use custom-designed short-
distance radios, such as the Active Badge [76].)

The MANET is assumed to operate in a pre-defined geographic area. The area is par-
titioned into 2D logical grids as illustrated in Fig. 6.1. Each grid is a square of size d x d.
Grids are numbered (z,y) following the conventional zy-coordinate. To be location-aware, a
mobile host must be able to determine its current grid coordinate. Thus, each mobile host
must know how to map a physical location to the corresponding grid coordinate.

For convenience of explanation, we briefly review the channel assignment of GRID works.
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Figure 6.1: Assigning channels to grids in a band-by-band manner: (a) n = 9 and (b) n = 14.
In each grid, the number on the top is the channel number, while those on the bottom are
the grid coordinate. Here, we number channels from 1 to n.

We assume that the system is given a fixed number, n, of channels. For each grid, we will
assign a channel to it. When a mobile host is located at a grid, say (z,y), it will use the
channel assigned to grid (x,y) for transmission. The assignment of channels to grids should
follow two rules: (i) we should avoid interfere among grids by assigning different channels to
neighboring grids, and (ii) the grids which use the same channel should be spatially separated
appropriately so as to exploit the largest frequency reuse. The formulation turns out to be
similar to the channel arrangement in the GSM system. One heuristic to do the assignment
is to let m = [y/n ]. We first partition the grids vertically into a number of bands such
that each band contains m columns of grids. Then, for each band, we sequentially assign
the n channels to each row of grids, in a row-by-row manner. In Fig. 6.1, we illustrate this
assignment when n =9 and n = 14. It can readily be seen that when n is a square of some

integer, each channel will be regularly separated in the area.

We know that GRID assigns a channel to a host based on the grid where the host is
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currently located. Thus, beside the positioning cost, there is no communication cost for
our channel assignment (no message will be sent for this purpose). However, channels are

assigned to grids statically in GRID.

In real world, some grids could be very crowded and thus “hot,” while some could be
“cold.” Apparently, it will be more flexible if channels can be borrowed among grids to
resolve the contention in hot spots. This issue has been studied quite a lot in the area of
cellular systems [18, 9, 53]. This has motivated us to investigate the possibility of dynamically

assigning channels to grids in this chapter.

What we have done in the GRID protocol is to carefully arrange the usage pattern of
each channel so as to exploit the largest channel reuse (and thus the throughput of each
channel). As channels are borrowed among grids, the usage pattern will be disturbed and
thus the channel usage pattern will not be so “compact.” For example, in Fig. 6.1, if grid (0,
2) borrows channel 1, the two grids (0, 0) and (0, 3) may be deprived of the right of using
that channel, due to possible interference. Thus the potential number of users of channel 1
may be decreased (of course, the lending grids may be “cold” and do not need that channel).
This is the cost of flexibility. As a result, the borrowed channels should always be returned

to the owner grids whenever necessary to maintain a compact channel usage pattern.

In this work, we will let channels be borrowed among grids such that when looking from a
global view, the usage pattern of each channel is as compact as possible. However, no global
channel usage status will be collected. In the following, we propose four channel borrowing
strategies. Let A be a mobile host located at grid (x,y) who intends to communicate with
a mobile host B located at grid (z',y’). The channels that may be borrowed by A are given

different priorities as follows.

1. sequential-sender-based borrowing (denoted as GRID-Bg): Let i be the channel assigned
to grid (z,y). Host A will try to borrow channels i+1,i+2,...,n,1,2,...,i—1, in that
order. Intuitively, this will make all grids who also use channels ¢ to borrow channels

in the same order.
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2. sequential-receiver-based borrowing (denoted as GRID-Bs,): Let i be the channel as-
signed to grid (z',%'). Host A will try to borrow channels i+1,7+2,...,n,1,2,...,i—1,

in that order.

3. distance-sender-based borrowing (denoted as GRID-Bys): For convenience, let’s denote
by ¢(p,q) the channel assigned to grid (p,q). For each channel i, define a distance

function as follows:

( ) V(p,q)::c(p,q):c(wyy){\/(p ) (q y) }

Intuitively, this is the distance from (x,y) to the nearest grid that is also assigned the
same default channel. Then we sort all channels that can be borrowed by A based on
a descending order of their distance functions. The underlying idea of the borrowing is

to incur as little interference to A’s neighborhood as possible.

4. distance-receiver-based borrowing (denoted as GRID-Byg,): This is similar to the distance-
sender-based borrowing, except that we will define for each channel 7, a different dis-

tance function based on where B is located:

dist2(i) = min {(V(p—2")2+(qg—y)?}.
Y(p,q)::c(p,q)=c(z',y’)

Then we sort all channels that can be borrowed by A based on a descending order

of their distance functions. The underlying idea of the borrowing is to incur as little

interference to B’s neighborhood as possible.

For example, Fig. 6.2 shows a scenario where A wants to communicate with B in a
MANET with n = 16 channels. The channels to be used, from higher priority to lower
priority, for the four strategies are (note that the default channel is always at the beginning

of the list):
o GRID-B,,: {15, 16, 1, 2, 3, 4, 5,6, 7, 8, 9, 10, 11, 12, 13, 14 }

e GRID-B,,: {12, 13, 14, 15, 16, 1, 2, 3,4, 5,6, 7, 8,9, 10, 11 }
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Figure 6.2: An example to determine the channel borrowing sequences in our strategies. The

arrows radiated from A and B indicate the values of the distance functions distl and dist2,
respectively.

e GRID-By,: {15,5, 1,6, 8,9, 7,13, 2, 4, 10, 12, 3, 11, 14, 16 }

e GRID-By: {12, 2, 1, 3, 6, 14, 4, 10, 5, 7, 13, 15, 8, 9, 11, 16 }

6.3 The MAC Protocol

This section presents the medium access part of our protocol by integrating the channel
assignment part in the previous section. The channel model is as follows. The overall band-
width is divided into one control channel and n data channels Dy, Do, ..., D,. Each channel,
including control and data ones, has the same bandwidth. This is exemplified in Fig. 6.3,
based on a FDMA model. (If CDMA is used, then each channel owns one CDMA code.) The
purpose of data channels is to transmit data packets, while that of the control channel is to
schedule and synchronize the use of data channels among hosts.

Each mobile host is equipped with two half-duplex transceivers, as described below.
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Figure 6.3: The channel model of our protocol under the FDMA technology.

e control transceiver: This transceiver will operate on the control channel to exchange
control packets and acknowledgements with other mobile hosts and to obtain rights to

access data channels.

e data transceiver: This transceiver will dynamically operate on one of the data channels,

according to our channel assignment strategy, to transmit data packets.
Each mobile host X maintains the following data structure.

e CUL] ]: This is called the channel usage list. Each list entry CU LJ[i] keeps records of

how and when a host neighboring to X uses a channel. CUL[i] has four fields:

CU LJi].host: a neighbor host of X.

CUL[i].ch: a data channel used by CU L[i].host.

— CULJi].type: ‘RTS’ or ‘CTS’, indicating that CU L[i].host is sending data (RTS)

or receiving data (CTS).

CU LJi].rel _time: when channel CUL[i].ch will be released by CU L[i].host.

Note that this CUL is distributedly maintained by each mobile host and thus may not

contain the precise information.
e F'CL: This is called the free channel list, which is dynamically computed from CUL .

The main idea of our protocol is as follows. For a mobile host A to communicate with

host B, A will send an RTS (request-to-send) to B. This RTS will carry a list of available
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Table 6.1: Meanings of variables and constants used in our protocol.

Tsirs

length of short inter-frame spacing

Tprrs

length of distributed inter-frame spacing

TErFs

length of extended inter-frame spacing

Trrs

time to transmit an RTS

Ters

time to transmit a CTS

TCUT‘T‘

the current clock of a mobile host

Tack

time to transmit an ACK

NAVgrs

network allocation vector on receiving an RTS

NAVers

network allocation vector on receiving a CTS

length of a data packet

length of a control packet (RTS/CTS)

bandwidth of a data channel

bandwidth of the control channel

maximal propagation delay

channels that A may use based on its neighborhood status. On receiving the RTS, B will

match the list with its CUL[ ] to choose a channel for their subsequent communication by

replying a CTS. How the channel is selected will depend on the channel borrowing strategy.

The purposes of the RTS/CTS dialogue are thus: (i) to exchange A’s and B’s channel usage

information to select an appropriate channel, and (ii) to warn the neighborhood of A and B

not to interfere their subsequent transmission on the channel they selected to use.

The complete protocol is shown below. Table 6.1 lists the variables/constants used in our

presentaiton.

1. On a mobile host A having a data packet to send to host B, it first checks whether the

following two conditions are true:

a) B is not busy after a successful exchange of RTS and CTS packets. That is, B is

not equal to any CU L[i].host such that

CUL[i].reltime >Teyrr +

(Tprrs + Trrs + Tsirs + Ters).

b) There is at least one sending-available channel D; for A after a successful exchange

of RTS and CTS packets, where a channel D; is sending-available for A if D; is
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Figure 6.4: Timing to determine whether a channel will be free after a successful exchange
of RTS and CTS packets.

not used for receiving by any neighbor of A. Formally, to be a sending-available,

D; must satisfy the following statement for all 4:

((CULIi).ch = D;)N(CU L[i].type = ‘CTS’)) =
(CUL[i].rel_time <Tiyrr +
(Tprrs + Trrs + Tsirs + Ters))
Intuitively, this is to ensure that D; is either not currently being used for receiving
by any neighbor of A, or currently being occupied by some neighbor(s) but will
be released after a successful exchange of RTS and CTS packets. (Fig. 6.4 shows

how the above timing is calculated.)

If both of the above conditions hold, A puts all D,’s satisfying condition b) into its
FCL. Otherwise, A must wait at step 1 until these conditions become true. Note that
if the borrowing strategy is GRID-Bs or GRID-By;, then the F'C'L should be sorted

appropriately.

2. Then A can send an RT'S(FCL, Lg) to B, where Ly is the length of the yet-to-be-sent
data packet. Also, following the IEEE 802.11 style, A can send this RTS only if there
is no carrier on the control channel in a Tp;rg or Tgrrs plus a random backoff time
period. If the control channel is busy, A has to go back to step 1. Note that the waiting

time will be Tprpg if the FFC'L contains A’s default channel; otherwise, the waiting time
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should be Tgrrs. The goal is to preserve a higher priority for the owners of default

channels, and to enforce a lower priority for those who intend to use borrowed channels.

3. On a host B receiving the RT'S(FCL, Lg) from A, it has to check whether there is any
receiving-available channel D; for B, where a channel D; is receiving-available for B if
no neighbor of B will be sending data using D; after a successful exchange of RT'S and

CTS packets. Formally, D; must satisfy the following statement for all i:

((CUL[i).ch = Dj) A (CUL[i].type = ‘RTS’)) =

(CUL[i).reltime < Teyrr + (Tsrrs + Ters))
This is to ensure that Dj; is either not currently being used for sending by any neighbor
of B, or currently being occupied by some neighbor(s) but will be released after a
successful exchange of RT'S and CTS packets. If the borrowing strategy is GRID-Bg; or
GRID-Bgs, B picks the first available channel D;. If the borrowing strategy is GRID-
By, or GRID-By,, B picks the available channel D; based on its borrowing strategy.
Then B replies a CTS(D;, NAVcrs) to A after a Tsrrs period, where

NAVers = Ld/Bd + Trck + 27.

Then B tunes its data transceiver to D;.

On the contrary, if no receiving-available channel is found, B replies a CT'S(Tes;) to A,
where T, is the minimum estimated time that B’s CUL will change minus the time

for an exchange of a CTS packet:
Test =min{Vi, CU L[i].rel _time}

- Tcurr - TS'IFS' - TCTS'-

4. On an irrelevant host C # B receiving A’s RT'S(Dj, Lg), it has to inhibit itself from

using the control channel for a period

NAVgrso = Tsrrs + Tors + 7.
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This is to avoid C' from interrupting the RTS/CTS dialogue between A and B. Then,
C appends an entry CUL[k] to its CUL such that:

CUL[k).host = A
CUL[kl.ch = D,
CULk).type = ‘RTS
CUL[k].rel_time = Teyrr + NAVRTS1

where

NAVgrsi = Teyrr + La/Ba + Tack + 7.

5. Host A, after sending its RTS, will wait for B’s CTS with a timeout period of Tsrrs +
Tors + 27. If no CTS is received, A will retry until the maximum number of retries is

reached.
6. On host A receiving B’s CT'S(Dj, NAVcrs), it performs the following steps:
a) Append an entry CUL[k] to its CUL such that

CULlk).host = B
CUL[k).ch = D,
CULIk).type = ‘CTS’

CULIk).rel_time = Teywr + NAVers

b) Send its DATA packet to B on the data channel D;.

On the contrary, if A receives B’s CT'S(T,s;), it has to wait for a time period T,s and

go back to step 1.

7. On an irrelevant host C' # A receiving B’s CTS(D;, NAVcrs), C updates its CU L.

This is the same as step 6a) except that

CULIk).rel_time = Teyrr + NAVers + 7.
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On the contrary, if C receives B’s CTS(Test), it ignores this packet.

8. On B completely receiving A’s data packet, B replies an AC'K on the control channel

if there is no carrier in a Ts;pg period.

Also, note that although our protocol will exchange timing information by packets, these
are only relative time intervals. No absolute time is sent. So there is no need of clock

synchronization in our protocol.

6.4 Simulation Results

We have implemented a simulator to evaluate the performance of our GRID-B protocol. In

our simulation, we consider two bandwidth models.

e fized-channel-bandwidth: Each channel (data and control) has a fixed bandwidth. Thus,

with more channels, the network can potentially use more bandwidth.

e fized-total-bandwidth: The total bandwidth offered to the network is fixed. Thus, with

more channels, each channel will have less bandwidth.

We comment that the first model may reflect the situation in CDMA, where each code
has the same bandwidth, and we may utilize multiple codes to increase the actual bandwidth
of the network. On the contrary, the second model may reflect the situation in FDMA, where
the total bandwidth is fixed, and our job is to determine an appropriate number of channels
to best utilize the given bandwidth.

The parameters used in our experiments are listed in Table 6.2. Packets arrived at
each mobile host in an Poisson distribution with arrival rate A packet/sec. For each packet
arriving at a host, we randomly chose a host at the former’s neighborhood as its receiver.
If the fixed-channel-bandwidth model is assumed, each channel’s bandwidth is 1 Mbps/sec.
If the fixed-total-bandwidth model is assumed, the total bandwidth is 1 Mbps/sec. In the
following, we make observations from four aspects.

A) Determining the Grid Size: Let the radio transmission distance be r and the grid

size be d x d. According to our experience in [83], the ratio of r/d has significant impact to
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Table 6.2: Experimental parameters.

physical area 1000x 1000
no. of hosts 400
transmission range r 200
max. no. of retrials to send an RTS 6
length of DIFS 50 psec
length of SIF'S 10 psec
backoff slot time 20 psec
additional waiting time after Tprrg 20 psec
control packet length L. 100 bits
data packet length Ly 200 x L,

the network throughput. So here we repeat some of the simulation results in [83] to avoid
confusion. In this experiment, we change the r/d ratio to observe the effect. We use n = 16
data channels. Fig. 6.5 shows the network throughput with different loads under the fixed-
channel-bandwidth model. We see that GRID will deliver the highest throughput at r/d = 2.
Fig. 6.6 shows the similar experiment under the fixed-total-bandwidth model. The highest
throughput is still at r/d = /n = 2. According to our experience, the best performance
appears at about 7/d = y/n. So in the rest of the presentation, this implicit r/d ratio will be
used by both GRID and GRID-B protocols.

B) GRID-B vs. GRID: In this experiment, we investigate the throughput improvement
of GRID-B over GRID. We use n = 16 and n = 49 data channels here. Recall that the
physical area is 1000 x 1000. We simulate a hot spot of 200 x 200 located at the center of the
area, which will be resident by one forth of the mobile hosts. Fig. 6.7 shows the result under
the fixed-channel-bandwidth model. GRID-B has around over 25% increase in throughput.
Among the four borrowing strategies, the distance-sender-based and sequential-sender-based

borrowing strategies have the best performance.

Fig. 6.8 shows the same simulation under the fixed-total-bandwidth model. We see that
the throughput improvement is not as large as those under the fixed-channel-bandwidth
model. GRID-B only outperforms GRID by about 10% increase in throughput under the

fixed-total-bandwidth model. We conjecture that this is because channel borrowing will dis-
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turb the channel reuse pattern, and under the fixed-total-bandwidth model, the disturbance

will sustain for longer time (each channel has less bandwidth under this model).

Also, as a referential point, we show the performance of the IEEE 802.11 in Fig. 6.8. This
helps us to see the motivation of using multiple channels when we are given a fixed amount
of bandwidth. Fig. 6.8 verifies the benefits of using multiple channels over single channel. In
the single-channel environment, any packet collision will waste the whole bandwidth of the
channel. While in the multi-channel environment, a collision will only waste a faction of the
total bandwidth. Taking n = 9 as an example, only one tenth (one control channel and 9
data channels) of the total bandwidth will be wasted. This effect is more significant when

the arrival rate enlarges, where more contentions will happen.

C) Effect of Hot Spots: To understand the effect of the existence of hot spots, Fig. 6.9
shows the throughput of GRID and GRID-B under the fixed-channel-bandwidth model. The
design of hot spots is the same as the previous experiment. Hot spots will in fact decrease the
performance of both GRID and GRID-B because the channel reuse pattern will be disturbed.
As shown in the figure, the throughput degradation (peak throughput) is about 15% in GRID,

and about 10% for GRID-B. It indicates our GRID-B protocol is more resilient to hot spots.

Fig. 6.10 shows the same simulation under fixed-total-bandwidth model. Similarly, we
see a degradation 18% in GRID if there are hot spots, and a degradation of 12% in GRID-B

if there are hot spots.

D) Packet Turnaround Time: The packet turnaround time is the time interval from a
packet being initiated to the packet being completely received. We are interested in the
impact of channel borrowing on the turnaround time. Fig. 6.11 shows the results under
fixed-channel-bandwidth model with n = 49 data channels. We can see that GRID-B does
have shorter packet delay than GRID, in addition to its higher throughput. Fig. 6.11 shows

the same simulation under fixed-total-bandwidth model with n = 9 data channels.
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6.5 Summaries

We have proposed a new channel assignment and medium access GRID-B protocol for
MANET that is characterized by interesting on-demand, dynamic, and location-aware prop-
erties. Most existing protocols do not have these properties. Simulation results show signifi-
cant improvements, in both throughput and delay, over the GRID protocol, which uses static
channel assignment. For future research, we are currently considering using multiple channels
to provide Quality-of-Service guarantees for real time traffic. As to positioning devices, GPS
is quite satisfactory for outdoor use. How to provide accurate indoor positioning (such as
[27, 76]) and how to integrate location-aware protocols with such positioning systems deserve

further investigation.
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Chapter 7

Conclusion and Future Work

The main objective of MAC protocols is to arbitrate the accesses of communication medium
among multiple mobile hosts. This is of more challenge in a MANET environment since
radio signals from different antennas are likely to overlap with each other in many areas,
thus serious wasting the medium. In this dissertation, we have proposed five protocols for
single-channel and multi-channel MAC environment to improve system performance. These

significant results with future works are summaries as following.

In Chapter 2, we have proposed a new MAC protocol for MANETSs that utilizes the
intelligence of power control on top of the RTS/CTS dialogues and busy tones. Channel
utilization can be significantly increased because the severity of signal overlapping is reduced.
Analyses and simulation results have all shown the advantages of using our protocol. As to
future work, RT'S/CTS is only one of the many possibilities to access wireless medium. Future
research could be directed to applying the power-control concept to other domains. Recently,
some works have addressed the possibility of using an intermediate relay node to transmit
a packet in an indirect manner [32, 60], instead of transmitting a packet directly. It will be

interesting to investigate further applying power control on this issue.

Chapter 3 has proposed a new multi-channel MAC protocol based on an on-demand
channel assignment concept. The number of channels required is independent of the network
size, degree, and topology. There is no form of clock synchronization used. These features

make our protocol more appropriate for MANETSs than existing protocols. We solve the
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channel assignment and medium access problems in an integrated manner in one protocol.
The hardware requirement is two transceivers per mobile host. Simulation results have justi-
fied the merit of our protocol under both fixed-channel-bandwidth and fixed-total-bandwidth
models. The result for the fixed-channel-bandwidth model is particularly interesting for
the currently favorable CDMA technology. Another noticeable discussion in this chapter
is the missing-RTS, missing-CTS, hidden-terminal, exposed-terminal, and channel deadlock
problems, which may behave differently in a multi-channel environment as opposed to a
single-channel environment. We are currently working on extending our access mechanism
to a reservation one (such as reserving a train of data packets, so as to relieve the load on

the control channel).

Based on the proposed protocol in Chapter 3, Chapter 4 further proposes a new multi-
channel MAC protocol that solves the channel assignment, multiple access, and power control
problems in an integrated way. Extensive simulation results have been conducted, which take
many factors, such as channel bandwidth models, number of channels, data packet length,
host density, and host mobility, into consideration. The result shows a promising direction
to improve the performance of MANET. Apparently, the importance of power control is not
necessarily limited to the area of MANET. It is definitely a critical issue in many general

aspects of mobile computing and wireless communication, and deserves further investigation.

Since a MANET should operate in a physical area, it is very natural to exploit location
information in such an environment. In Chapter 5, we have developed a new MAC protocol
for multi-channel MANET. Our channel assignment is characterized by location awareness
capability and it incurs no communication cost to perform the assignment. Moreover, we
have conquered the deficiency in many existing protocols which require clock synchronization
or which dictate a number of channels as a function of the maximum degree in the MANET
topology. Our simulation results have also indicated that it is worthwhile to consider us-
ing multiple channels under both the fixed-channel-bandwidth model and the fixed-total-
bandwidth model.

We believe that there are many future research problems that can be stimulated by
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this work in the MANET research society. In our simulations, we have used a number of
data channels (n) which is a square of some integer. Given any n, it will be interesting to
investigate how to assign channels to grids to exploit the best channel reuse. It also deserves
investigating the possibility that channels can be borrowed among grids. Our simulations
have used a circle to model the radio coverage of antennas to determine the best r/d ratio.
In practice, the best ratio may change due to many factors such as shadowing and obstacles.
However, we believe that location information is still very important for channel assignment
in a multi-channel MAC. In the medium access part, we have used only one control channel.
Other control mechanisms are possible too. As to positioning devices, GPS is widely accepted
for outdoor use. How to integrate with indoor positioning mechanisms (such as [27, 76]) is
a challenging problem. The radio coverage of an antenna in an indoor environment will be
more irregular. One possibility is to pre-assign channels to different locations, and then we
can use location information to assist mobile hosts to choose channels to use.

In the above GRID protocol, channels are assigned to grids statically. In real world, some
grids could be very crowded and thus “hot,” while some could be “cold.” Apparently, it
will be more flexible if channels can be borrowed among grids to resolve the contention in
hot spots. In Chapter 6, We have proposed a new channel assignment and medium access
GRID-B protocol for MANET that is characterized by interesting on-demand, dynamic, and
location-aware properties. Most existing protocols do not have these properties. Simulation
results show significant improvements, in both throughput and delay, over the GRID protocol,
which uses static channel assignment.

For future research, we are currently considering using multiple channels to provide
Quality-of-Service guarantees for real time traffic. As to positioning devices, GPS is quite
satisfactory for outdoor use. How to provide accurate indoor positioning (such as [27, 76])
and how to integrate location-aware protocols with such positioning systems deserve further

investigation.
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